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Corrections for all Printings – Front Matter through Chapter 4
	Pg
	Error
	Correction

	xii
	Front Matter, under Chapter 11, under Foundation Topics, Twelfth line down

Reads:

Rouge Detection Mode  203
	Should read:

Rouge Detector Mode  2003

	7
	Chapter 1, Question 7

Reads:

7.  Which three of the following modulation techniques do WLANs today use? (Choose three.)
	Should read:

7.  Which two of the following modulation techniques do WLANs today use? (Choose two.)


	7
	Chapter 1, Question 8, answer d.

Reads:

d. Cypher block chaining (CBC)
	Should read:

d. Cipher block chaining (CBC)

	10
	Chapter 1, Table 1-2, 

Reads:

CEPT A   UNII-1  5.15-5.25 GHz  5.15-5.25 GHz

CEPT A   UNII-2                         5.25-5.35 GHz

CEPT B   UNII-2 Extended           5.47-5.7253 GHz
	Should read:

CEPT A   UNII-1  5.15-5.25 GHz  5.15-5.25 GHz

CEPT B   UNII-2                         5.25-5.35 GHz

CEPT C   UNII-2 Extended           5.47-5.7253 GHz



	10
	Chapter 1, last paragraph, second sentence

Reads:

The 5.0-GHz frequency ranges that are used in Europe are called the Conference of European Post and Telecommunication (CEPT) A, CEPT B, CEPT C and CEPT C bands. 
	Should read:

The 5.0-GHz frequency ranges that are used in Europe are called the Conference of European Post and Telecommunication (CEPT) A, CEPT B, and CEPT C bands.

	12
	Chapter 1, Modulation Techniques and How They Work, third paragraph, last sentence

Reads:

A modulated wave form consists of three parts:


Amplitude:    
The volume of the signal


Phase:   The timing of the signal between peaks


Frequency:    The pitch of the signal 

Wireless networks use a few different modulation techniques, including these:

DSSS

OFDM
Multiple-Input Multiple-Output (MIMO)
The sections that follow cover these modulation techniques in further detail.
	Should read:

A modulated wave form consists of three parts:


Amplitude:    
The strength of the signal


Phase:   The timing of the signal between peaks


Frequency:    How often the signal repeats in one second

Wireless networks use a few different modulation techniques, including these:

DSSS

OFDM

The sections that follow cover these modulation techniques in further detail.

	14
	Chapter 1, Complementary Code Keying, first sentence

Reads:

When you are using DSSS, the Barker code works well for lower data rates such as 1-Mbps, 2-Mbps, 5.5-Mbps, and 11Mpbs. 
	Should read:

When you are using DSSS, the Barker code works well for lower data rates such as 1-Mbps and 2-Mbps.

	14
	Chapter 1, fifth paragraph, third sentence

Reads:

This is binary phase-shift keying.
	Should read:

This is differential binary phase-shift keying.

	14
	Chapter 1, Table 1-3

Reads:

Data Rate​
Encoding​
Modulation​

1​
​11 chip Barker coding
​DSSS Binary Phase Shift Keying

2​
​11 chip Barker coding
​DSSS Quadrature Phase Shift 

Keying

5.5​
​8 chip encoding
DSSS Quadrature Phase Shift 

Keying​


8 bits CCK coding
​

11
​8 chip encoding
DSSS Quadrature Phase Shift 

Keying​


4 bits CCK coding​

	Should read:

Data Rate​
Encoding​
Modulation​

1​
​11 chip Barker coding
​Differential Binary Phase Shift Keying

2​
​11 chip Barker coding
​Differential Quadrature Phase Shift 

Keying

5.5​
​8 chip encoding



CCK-16 coding
Differential Quadrature Phase Shift 

Keying​

11​
8 chip encoding



CCK-128 coding​
Differential Quadrature Phase Shift 

Keying​

	14
	Chapter 1, last paragraph, last sentence

Reads:

Specifically, in 802.11b, BPSK and QPSK are used.
	Should read:

Specifically, in 802.11b, DBPSK and DQPSK are used.


	15
	Chapter 1, BPSK, second sentence

Reads:

BPSK

Actually, that needs to be expanded further so you can really grasp the concept of BPSK and QPSK. 
	Should read:

DBPSK

Actually, that needs to be expanded further so you can really grasp the concept of DBPSK and DQPSK. 



	15
	Chapter 1, paragraph 4

Reads:

802.11b also uses quadrature phase-shift keying (QPSK), which is discussed in the following section.
	Should read:

802.11b also uses differential quadrature phase-shift keying (DQPSK), which is discussed in the following section.

	15
	Chapter 1, fifth paragraph

Reads:

QPSK

In BPSK, 1 bit per symbol is encoded. This is okay for lower data rates. QPSK has the capability to encode 2 bits per symbol. This doubles the data rates available in BPSK while staying within the same bandwidth. At the 2-Mbps data rate, QPSK is used with Barker encoding. At the 5.5-Mbps data rate, QPSK is also used, but the encoding is CCK-16. At the 11-Mbps data rate, QPSK is also used, but the encoding is CCK-128.
	Should read:

DQPSK

In DBPSK, 1 bit per symbol is encoded. This is okay for lower data rates. DQPSK has the capability to encode 2 bits per symbol. This doubles the data rates available in DBPSK while staying within the same bandwidth. At the 2-Mbps data rate, DQPSK is used with Barker encoding. At the 5.5-Mbps data rate, DQPSK is also used, but the encoding is CCK-16. At the 11-Mbps data rate, DQPSK is also used, but the encoding is CCK-128.



	15 

&

16
	Chapter 1, OFDM, fifth and sixth sentence

Reads:

The channels are 20 MHz, and the subcarriers are 300 kHz wide. You end up with 52 subcarriers per channel.
	Should read:

The channels are 20 MHz, and the subcarriers are 312.5 kHz wide. You end up with 64 total subcarriers per channel, 48 subcarriers for transmitting data, 4 carriers for synchronization and clocking, and 12 null-carriers.


	16
	Chapter 1, last paragraph

Reads: 

With the use of MIMO technology, an access point (AP) can talk to non-MIMO-capable devices and still offer about a 30 percent increase in performance of standard 802.11a/b/g networks.
	Should read:

With the use of MIMO technology, an access point (AP) can talk to non-MIMO-capable devices and still offer about a 30 percent increase in performance of standard 802.11a/b/g networks by delivering 802.11a/b/g data rates at longer ranges than previously possible.

	17
	Chapter 1, third paragraph, last sentence

Reads:

In all deployments, DRS supports multiple clients, operating at multiple rates.
	Should read:

In all deployments, DRS supports multiple clients, each operating their own rate.



	17
	antenna while listening for a jam signal with the other.  Although this sounds feasible, especially because MIMO technology defines the use of multiple antennas, the transmitting signal from one antenna would drown out the received signal on the other, so the jam signal would not be heard.
To avoid collisions on a wireless network, carrier sense multiple access collision avoidance (CSMA/CA) is used. You are probably familiar with carrier sense multiple access collision detect (CSMA/CD), which is used on wired networks. Although the two are similar, collision avoidance means that when a device wishes to send, it must listen first. If the channel is considered idle, the device sends a signal informing others that it is going to send data and 
	To avoid collisions on a wireless network, carrier sense multiple access collision avoidance (CSMA/CA) is used. You are probably familiar with carrier sense multiple access collision detect (CSMA/CD), which is used on wired networks. Although the two are similar, collision avoidance means that when a device wishes to send, it must listen first. If the channel is considered idle, the device sends its signal, including in it a duration field telling others how long it needs control of the medium.  This use of the duration field tells all stations hearing it how long they have to wait to use the medium.  If the AP determines that some of its supported clients can’t hear each other, either because of distance or intervening obstacles, then it can invoke the protection mechanism, using request to send (RTS) and clear to send (CTS) packets. With the RTS/CTS method, the 


	23
	Chapter 2, Question 8

Reads:

8.
The FCC regulates that professional installers maintain what ratio of gain to transmit power when increasing the gain of an antenna?
	Should read:

8.
The FCC regulates that professional installers maintain what ratio of gain to transmit power when increasing the gain of an antenna in a point-to-point wireless network?

	25
	Chapter 2, first paragraph, last sentence

Reads:

The point-to-point rules are as follows:
	Should read:

The point-to-multipoint rules are as follows:



	25
	Chapter 2, first paragraph after bullet points:

Reads:

For point-to-multipoint scenarios, you are allowed the same maximum EIRP and the same maximum transmitter power and antenna gain; however, you can exceed the 36-dBm EIRP rule using a 3:1 ratio of power to gain.
	Should read:

point-to-point 

	33
	Chapter 3, Do I know This Already, Question 8

Reads:

8.
Multipath causes which of the following issues? 
(Choose all the apply.)
a.
Redundant connectivity

b.
The signal becoming out of phase, which can 
potentially cancel the signal

c.
The signal being received by multiple devices in 
the path, causing security concerns

d.
Portions of the signal being reflected and arriving 
out of order
	


	34
	Chapter 3, Review of Frequency, first bullet point

Reads:

· 1 cycle = 1Hz
	Should read:

· 1 cycle per second = 1 Hz

	39
	Chapter 3, under Figure 3-4

Adding a third sentence.
	Adding:

For reflection to occur the surface causing the reflection must be smooth, compared to the wave striking it.

	40
	Chapter 3, Understanding Refraction, add sentence at end of first paragraph
	Add:

The light that passes through the water bends in its path when it strikes the water, because the water has a different density than the air the light was passing through.

	44
	Chapter 3, Second paragraph, add last sentence
	Add:

When conducting a site survey it is worth noting that higher data rates will require higher RSSI and SNR values than lower data rates.

	49
	Chapter 4, “Do I Know This Already?” Quiz , Question 11, answer ‘a’

Reads:

a.  A group name
	Should read:

a. A network name

	51
	Chapter 4, Question 22

Reads:

22.
Cisco offers which types of wireless bridges? (Choose two.)
	Should read:

22.
Cisco offers which types of workgroup bridges? (Choose two.)


	53
	Chapter 4, First full paragraph, last sentence

Reads:

The fact that Bluetooth communicates with a shared hopping sequence in a local area is what makes it a piconet.
	Should read:

The fact that Bluetooth communicates with other devices in such a small area is what makes it a piconet.



	55
	Chapter 4, Network Infrastructure Mode, last paragraph, last sentence

Reads:

Two of them are the source and destination MAC addresses, and one is the AP’s MAC address that is tied to a workgroup.
	Should read:

Two of them are the source and destination MAC addresses, like is found in the Ethernet frame.  Because wireless frames can possibly travel over multiple hops we also include a receiver address, which is the MAC address of the station we are sending the wireless frame to – this is the MAC address of the access point we are connected to.  If we are using a repeater or mesh based network or a workgroup bridge, then we will also use a transmitter address, to indicate the address of a repeater or mesh AP or workgroup bridge that is forwarding traffic on behalf of the original client.

	56
	Chapter 4, second paragraph under Figure 4-2, second sentence

Reads:

This terminology could cause some confusion between an AP and a client on a network, so to differentiate between the, a client is called a station (STA), and an AP is called an infrastructure device.
	Should read:

This terminology could cause some confusion between an AP and a client on a network, so to be clear, all devices using radios on the wireless network are technically known as stations, but only APs can function as an infrastructure device.



	58
	Chapter 4, Service Set Identifiers, second paragraph, sixth sentence

Reads:

APs offer the ability to use more than one SSID.
	Should read:

Asues should be use


	59
	Chapter 4, first paragraph, fourth sentence

Reads:

The 2.4 spectrum allows only three nonoverlapping channels.
	Should read:

The 2.4 GHz spectrum allows only three nonoverlapping channels in the Americas and Europe (Japan has four).

	61
	Chapter 4, Outdoor Wireless Bridges, first sentence after figure 4-9

Reads:

Each end of a point-to-multipoint topology would have to communicate through the hub if it wanted to 
	Should read:

Each end of a point-to-multipoint topology would have to communicate through the root bridge if it wanted to communicate with the others.

	62
	Chapter 4, Outdoor Mesh Networks, delete first and second paragraphs before and after figure 4-10
	Replace with:

Access points generally require a wired connection to the infrastructure network so they can pass data back and forth with their controller, but what if you have an area that needs WLAN coverage but you can’t install the data cabling you need?  You may want to consider a mesh network such as the one 
illustrated in Figure 4-11.

	63
	Chapter 4, First two paragraphs, delete 
	Replace with:

In order to deploy mesh you will need to be able to install one access point as a root AP; the root will have an Ethernet connection to your distribution system network allowing it to associate with a controller.  Other access points, configured as mesh access points, will use their 5 GHz radio as a backhaul to connect to the root, and through the root to the controller; we just need to get electricity to the access points and this can come from a variety of sources, including a local power supply or a street light power tap.  If the mesh AP is too far away to connect to the root, or if line of sight conditions won’t allow the mesh AP to connect directly to the root, then mesh APs can use other mesh APs as repeaters to establish a pathway to the root.

The mesh solution is appropriate when connectivity is important, because multiple paths can be used. The IEEE is currently working on a mesh standard (802.11s). However, the solution discussed here is a Cisco solution in which a wireless controller, also shown in Figure 4-11, is involved.  The Adaptive Wireless Path Protocol (AWPP) is used by each mesh AP in order to determine the best pathway back to a root access point, both when they first boot up and throughout their connection to the network.  While an established pathway will be preferred, if a substantially better path can be found it will be used.  Mesh APs use AWPP constantly to evaluate alternate pathways back to the root and if a mesh AP’s current path goes down the mesh AP will be able to choose one of those alternate paths to the root.  Keep in mind that while mesh APs may be able to use each other in seeking a pathway to a root access point, root access points will never connect to one another through a mesh, even through intermediary mesh APs.
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