MACGLOBL.DOT

4/30/2020

 TIME 2:09 PM

Integrated Security Technologies and Solutions - Volume I
First Edition
Copyright © 2018 Cisco Systems Inc.
ISBN-10: 1-5871-4706-8
ISBN-13: 978-1-5871-4706-7
Warning and Disclaimer

Every effort has been made to make this book as complete and as accurate as possible, but no warranty or fitness is implied. The information provided is on an "as is" basis. The author and the publisher shall have neither liability nor responsibility to any person or entity with respect to any loss or damages arising from the information contained in this book or from the use of the CD or programs accompanying it.

When reviewing corrections, always check the print number of your book. Corrections are made to printed books with each subsequent printing.
First Printing: May 2018
Corrections for April 30, 2020
	Pg
	Error – First Printing
	Correction

	165
	Step 2 under “Service Policy Configuration”, reads:

asa(config-pmap)# class ALL_TCP
	Should read:

asa(config-pmap)# class ALL_TCP_CMAP


Corrections for March 18, 2020
	Pg
	Error – First Printing
	Correction

	103
	1st para, 4th line from top, reads:

If Auto is selected, the ASA... 
	Should read:

If Auto is selected, the WLC…


Page 110: Figure 3-32: 

Please add a bullet underneath bullet 3, containing this text: “Maximum 802.1x-AAA Failure Attempts tunes the number of AAA authentication failures that generates a client exclusion.”

Bullet 3 is “Excessive 802.1X Authentication Failures—Clients are excluded on the fourth 802.1X authentication attempt, after three consecutive failures.”
This errata sheet is intended to provide updated technical information. Spelling and grammar misprints are updated during the reprint process, but are not listed on this errata sheet.
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