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Corrections for May 30, 2017

	Pg
	Error – Third Printing
	Correction

	231
	Chapter 5, Question 14, Answer 14. B.

Reads:

b. Alert
	Should read:

b. Alarm

	708
	Chapter 5, Answer to Question 14

Reads:

14. A
	Should read:

14. B


Corrections for September 18, 2016

	Pg
	Error – Third Printing
	Correction

	708
	Appendix, Chapter 5, Answer to Question 2

Reads:

2. A and E
	Should read:

2. A and C


Corrections for November 24, 2015

	Pg
	Error – Second Printing
	Correction

	84
	Chapter 2, Fourth Bullet

Reads:

· VPTv3 supports the off mode in which the switch does not participate in VTPv3 operations and drops all received VTP messages: It is also possible to deactivate VTP on a per-truck basis.
	Should read:

· VTPv3 introduces the off mode in which the switch does not participate in VTP operations and drops all received VTP messages: Once a switch supports VTPv3, it is possible to have it put into the off mode, regardless of the configured VTP version. It is also possible to deactivate VTP on a per-trunk basis.

	85
	Chapter 2, First Sentence After Table 2-6

Reads:

* The Off mode is supported only with VTPv3.
	Should read:

* The Off mode is supported only on VTPv3-capable switches (the actual running VTP version is irrelevant).

	91
	Chapter 2, First Paragraph, Third Sentence
Reads:

While not shown in the following example, VTPv3 can also be deactivated either globally on the switch using the vtp mode off command, or on a per-interface basis using the simple no vtp command (the status of VTP on individual interfaces can be conveniently verified using the show vtp interface command).
	Should read:
While not shown in the following example, if the switch is VTPv3-capable then regardless of the configured version, VTP can also be deactivated either globally on the switch using the vtp mode off command, or on a per-interface basis using the simple no vtp command (the status of VTP on individual interfaces can be conveniently verified using the show vtp interfacecommand).

	91
	Chapter First Paragraph, Last Sentence
	Delete Sentence

	96
	Chapter 2, Last Paragraph, First Sentence

Reads:

Those familiar with ISDN BRI configuration will recognize the dialer interface configuration and related commands in Example 2-11.
	Should read:

Those familiar with ISDN BRI configuration will recognize the dialer interface configuration and related commands in Example 2-12.

	448
	Chapter 8, Command for show ip eigrp address-family

Reads:

show eigrp address-family { ipv4 | ipv6 }
[ vrf vrf-name ] [ as-number ] [multicast]
interfaces [detail] [ interface-type interface-
number ]
	Should read:

show eigrp address-family { ipv4 | ipv6 }
[ vrf vrf-name ] [ as-number ] [multicast]
topology [ vrf vrf-name | as-number | 
network [ mask ] | prefix | active | all-links | 
detail-links | frr | pending | summary |
zero-successors ]


Corrections for November 13, 2015

	Pg
	Error – Second Printing
	Correction

	192
	Chapter 4, Key Topic, Fourth Bullet Point

Reads:

· When you are thinking classfully, if the mask implies x subnet bits, then 2x possible subnets exist for that classful network, assuming that the same mask is used throughout the network.
	Should read:

· When you are thinking classfully, if the mask implies x subnet bits, then 2x possible subnets exist for that classful network, assuming that the same mask is used throughout the network.

	334
	Chapter 7, Figure 7-3, Router 6 interconnect to Router 2, Address by Router 2

Reads:

10.1.26.6/24
	Should read:

10.1.26.2/24

	447
	Chapter 8, Table 8-5, Remove Row


	Remove Command and Command Mode and Description:
[no] {ip | ipv6} next-hop-self eigrp
as-number

[no] next-hop-self

	586
	Chapter 10, First Paragraph, Seventh Sentence

Reads:

In the following CSNPs, the Start and End LSPIDs will be set to the respective LSPIDs of the first and last entry, sorted in ascending order.
	Should read:

In each of the following CSNPs, the Start LSPID will be set to the value of End LSPID in the preceding CSNP incremented by 1, and the End LSPID will be set to the highest LSPID of all entries contained in this CSNP.

	592
	Chapter 10, Last Paragraph, Third Sentence

Reads:

0 is a valid priority as well, and it does exclude a router from participating in DIS elections.
	Should read:

0 is a valid priority as well, and it does not exclude a router from participating in DIS elections.

	708
	Appendix A, Chapter 7, Answer 7

Reads: 

7.  B and D
	Should read:

7.  D


Corrections for June 30, 2015

	Pg
	Error – Second Printing
	Correction

	185
	Chapter 4, Question 9, Answer b

Reads:

b. Address autoconfiguration 
	Should read:

b. Stateless address autoconfiguration

	228
	Chapter 5, Question 2, Answers c and e 

Reads:

c. The DHCP request is encapsulated inside a new IP packet, with source IP address 10.4.5.6 and destination 10.5.5.5.
e. The DHCP request’s source IP address is changed to 10.4.7.255.
	Should read:
c. The DHCP request’s source IP address is changed to 10.4.7.255.

e. The DHCP request’s source IP address is changed to 10.4.5.6.

	229
	Chapter 5, Question 4, First Two Sentences

Reads:

4. R1 is HSRP active for virtual IP address 172.16.1.1, with HSRP priority set to 115. R1 is tracking three separate interfaces.
	Should read:

4. R1 is HSRP active in group 1 for virtual IP address 172.16.1.1 on its fa0/0 interface, with HSRP priority set to 115. R1 is also tracking three other separate interfaces to modify this priority.

	315
	Chapter 7, Question 6, Answer d
Reads:

d. R1 can disable the sending of routing updates on an interface using the passive-interface interface subcommand.
	Should read:
d. R1 can disable the sending of routing updates over an interface using the passive-interface command.

	464
	Chapter 9, Coming Neighbors: The Hello Process, First Paragraph, Third Sentence

Reads:

(OSPF routers will advertise secondary IP addresses, but they will not send Hellos from those IP addresses, and never form neighbor relationships using secondary addresses.
	Should read:

(OSPF routers may advertise secondary IP addresses, but they will not send Hellos from those IP addresses, and never form neighbor relationships using secondary addresses.

	510
	Chapter 9, Key Topic

Add two new sentences to the end of the Key  Topic paragraph
	Sentences to add:

Also, a secondary subnet of an interface can only be advertised in OSPF if the primary address of the interface is also added to the same OSPF process, either by a network or an ip ospf area command. If an interface is not added to OSPF, either by an ip ospf area command, or a network command using its primary address, its secondary subnets will not be advertised even if explicitly specified by a network command.

	680
	Chapter 11, Step 3, 23rd configuration line 
Reads:

R4 (config-pfr-mc)#  border 3.3.3.3  key-chain OER_AUTH
	Should read:
R4 (config-pfr-mc)#  border 3.3.3.3  key-chain PFR_AUTH

	682
	Chapter 11, Step 2, 3rd configuration line

Reads:
R2 (config-pfr-br)#  master 4.4.4.4 key-chain OER_AUTH
	Should read:

R2 (config-pfr-br)#  master 4.4.4.4 key-chain PFR_AUTH

	682
	Chapter 11, Task Completion on R3, 10th configuration line

Reads:

R3 (config-pfr-br)#  master 4.4.4.4 key-chain OER_AUTH
	Should read:

R3 (config-pfr-br)#  master 4.4.4.4 key-chain PFR_AUTH

	692
	Chapter 11, Second Paragraph First Sentence

Reads:

If you execute the traceroute command on a route, that device will send IP packets toward the destination with a Time To Live (TTL) value that will increment up to the defined maximum specified hop count.
	Should read:

If you execute the traceroute command on a router, that device will send IP packets toward the destination with a Time To Live (TTL) value that will increment up to the defined maximum specified hop count.


Corrections for March 25, 2015

	Pg
	Error – Second Printing
	Correction

	313
	Chapter 7, “Do I Know This Already?” Quiz, Question 1, Answer b

Reads:

b. Sends Hellos to 224.0.0.9
	Should read:

b. Sends Updates to 224.0.0.9


Corrections for March 19, 2015

	Pg
	Error – Second Printing
	Correction

	45
	Chapter 1, Second Paragraph

Reads:

For information about configuring SPAN and RSPAN, and for a full set of restrictions (specific to the 3560 and 3750), see www.ciscosystems.com/en/US/docs/swtiches/lan/catalyst3560/software/release/12.2_50_se/configurarion/guide/swspan.html.
	Should read:
For information about configuring SPAN and RSPAN, and for a full set of restrictions (specific to the 3560 and 3750), see http://www.cisco.com/c/en/us/td/docs/switches/lan/catalyst3750x_3560x/software/release/15-0_2_se/configuration/guide/3750x_cg.html.

	109
	Chapter 3, Key Topic, Remove and Replace First Three Sentences

Reads:

Additionally, an important fact to remember is that each port in STP stores (that is, remembers) the superior BPDU it has either sent or received. As you will see later, Root Ports and Blocking ports store the received BPDU sent by the “upstream” designated switch (because that BPDU is superior to the one that would be sent out from this port), while Designated Ports store their own sent BPDU (because that one is superior to any received BPDU). Essentially, each port stores the Designated Port’s BPDU—whether it is the port itself that is Designated or it is a neighbor’s port.
	Replace with:

Additionally, an important fact to remember is that each port in STP stores (that is, remembers) the unmodified superior BPDU it has either sent or received. As you will see later, Root Ports and Blocking ports store the original received BPDU sent by the “upstream” designated switch (because that BPDU is superior to the one that would be sent out from this port), while Designated Ports store their own sent BPDU (because that one is superior to any received BPDU). Essentially, each port stores the Designated Port’s own BPDU—whether it is the port itself that is Designated or it is a neighbor’s port

	111
	Chapter 3, Key Topic, Item 2

Add sentence
	Sentence to add at the end of Item 2:

The original received BPDU on the Root Port is stored as that port's best BPDU.

	112
	Chapter 3, First Paragraph, Remove and Replace First Two Sentences:

Reads:

The result of this process is that each nonroot switch chooses exactly one port as its Root Port, as there is always only a single received Hello that is superior over all other received Hellos. According to the sequence of compared fields in received Hellos when selecting a superior BPDU, a Root Port always provides the least-cost path toward the switch with the lowest Bridge ID (that is, the root switch).
	Should read:

The result of this process is that each nonroot switch chooses exactly one port as its Root Port, as there is always only a single resulting BPDU that is superior to all other resulting BPDUs. According to the sequence of compared values when selecting a superior resulting BPDU, a Root Port always provides the least-cost path toward the switch with the lowest Bridge ID (that is, the root switch).

	112
	Chapter 3, First Paragraph, Last Sentence,

Remove and replace the following part of the sentence:

and finally, if the same BPDU is received on multiple ports at once, the receiving port with the lowest Port ID.
	Should read:

and finally, if the same resulting BPDU is received on multiple ports, the receiving port with the lowest Port ID.

	114
	Chapter 3, Second Bullet Point, First Sentence

Reads:

On each nonroot switch, a Root Port is the port receiving the best (that is, superior) resulting BPDUs from all received BPDUs on all ports.
	Should read:

On each nonroot switch, a Root Port is the port receiving the best (that is, superior) resulting BPDUs from all resulting BPDUs on all ports.

	115
	Chapter 3, First Bullet Pont

Reads:

Each port stores the best (that is, superior) BPDU it has received or sent itself. Designated Ports store the BPDU they send; Root and Blocking ports store the best BPDU they receive. The stored BPDU determines the role of the port and is used for comparisons.
	Should read:

Each port stores the best (that is, superior) unmodified BPDU it has received or sent itself. Designated Ports store the BPDU they send; Root and Blocking ports store the best BPDU they receive. The stored BPDU determines the role of the port and is used for comparisons. Note that resulting BPDUs are not stored; they are only used to select the Root Port and determine the switch's total Root Path Cost.

	469
	Chapter 9, First paragraph, Second Sentence and Second Paragraph, First Sentence, Acronym:
Reads:   LSR/LSA 
	Should read:
LSR/LSU

	681
	Chapter 11, Step 1, Configuration for R2

Remove and Replace
	Replace with:

R2# conf t
R2(config)# key chain PFR_AUTH
R2(config-keychain)# key 1
R2(config-keychain-key)# key-string CISCO
R2(config-keychain-key)# end
!
! Let us verify the proper configuration of the key chain.
! In particular, make sure that in the show key chain output below,
! there is no whitespace shown in the quotes after the key string.
! That would suggest you have entered at least one space after the key
! string in the key-string command before hitting Enter. This is quite
! a common error in key chain configuration, and because the whitespace
! is not shown in the show running-config output, it is quite
! an obscure mistake/typo to detect.
!
R2# show key chain
Key-chain PFR_AUTH:
key 1 -- text "CISCO"
accept lifetime (always valid) - (always valid) [valid now]
send lifetime (always valid) - (always valid) [valid now]


Corrections for February 12, 2015

	Pg
	Error – Second Printing
	Correction

	132
	Chapter 3, Last Paragraph, Second Sentence
Reads:

In STP, if a designated switch (that is, a switch having a Designated Port on a segment) suddenly started sending BPDUs that are inferior to the BPDUs sent earlier, remaining switches on the segment would ignore them until the superior BPDU expired from their ports, which is after MessageAge-MaxAge seconds (values taken from the superior BPDU).
	Should read:
In STP, if a designated switch (that is, a switch having a Designated Port on a segment) suddenly started sending BPDUs that are inferior to the BPDUs sent earlier, remaining switches on the segment would ignore them until the superior BPDU expired from their ports, which is after MaxAge-MessageAge seconds (values taken from the superior BPDU).


	134
	Chapter 3, Fourth Paragraph, Third Sentence 

Reads:

After a new link point-to-point link is added between two switches, ports on both ends will come up as Designated Discarding, the default role and state for a Non-Edge port.
	Should read:

After a new point-to-point link is added between two switches, ports on both ends will come up as Designated Discarding, the default role and state for a Non-Edge port.

	246
	Chapter 5, First Paragraph, First and Second Sentences

Reads:

By default, Cisco routers and switches do not log events to nonvolatile memory. They can be configured to do so using the logging buffered command, with an additional argument to specify the size of the log buffer.
	Should read:

By default, Cisco routers and switches do not log events to nonvolatile memory; at best, they store logging messages into a RAM buffer that can be controlled using the logging buffered command. The persistent storage of logging messages can be activated using the logging persistent command, with additional arguments to specify the URL of the persistent logging file, its size, and other operational characteristics


Corrections for February 6, 2015

	Pg
	Error – First Printing
	Correction

	713
	Appendix B, Add Header and Paragraph as First Paragraph


	Header and Paragraph to add:

EIGRP RID on IPv6-enabled Routers

Each IPv4 and IPv6 EIGRP instance must be assigned a 4B-long Router ID (RID) in order to run. If the RID is not configured manually, an EIGRP process tries to choose its RID first as the highest IPv4 address from among non-shutdown Loopback interfaces, and if no such Loopback interfaces are available, as the highest IPv4 address from among all remaining non-shutdown interfaces. On routers running pure IPv6 without any IPv4 (IPv6-only routers), the automatic RID selection will not work as these routers have no IPv4 addresses configured to choose from. As a result, on IPv6-only routers, each IPv6 EIGRP process must be configured with a unique RID manually, otherwise it will be unable to start and operate. This is accomplished in the IPv6 EIGRP process configuration using the eigrp router-id command followed by the RID in dotted-decimal format.


Corrections for January 22, 2015

	Pg
	Error – First Printing
	Correction

	17
	Chapter 1, Paragraph below Figure 1-5

Reads:

Note that Figure 1-5 shows the location of the most significant byte and least significant bit in each byte. IEEE documentation lists Ethernet addresses with the most significant byte on the left. However, inside each byte, the leftmost bit is the most significant bit, and the rightmost bit is the least significant bit. Many documents refer to the bit order as canonical. Regardless of the term, the bit order inside each byte is important for understanding the meaning of the two most significant bits in an Ethernet address:
	Replace with:

According to Figure 1-5, within each byte of a MAC address, the most and least significant bits are the leftmost and rightmost bits, respectively. When an Ethernet frame is transmitted, its bytes are sent in their usual order but the bits in individual bytes are transmitted in the reverse order, least significant bit first. The FCS field is the only exception to this rule. Many documents refer to this reversed bit order as canonical. The two least significant bits in the first byte of a MAC address are of special significance:

	17
	Chapter 1, First Bullet Point

Reads:

· The Individual/Group (I/G) bit
	Should read:

· The Individual/Group (I/G) bit, the first address bit received by a NIC


Corrections for January 6, 2015

	Pg
	Error – First Printing
	Correction

	15
	Chapter 1, Figure 1-4, Ethernet (DIX) and Revised (1997) IEEEE 802.3, last three field headers

Reads:

  2 Variable      4

Type/Length   Data     FCS
	Should read:

        2                Variable         4

Type/Length          Data          FCS

	381
	Chapter 8, Last Bullet Point

Reads:

· If the neighbor providing the least-cost path can be guaranteed not to create a routing loop, or if no such neighbor exists, the route will need to enter the Active state. 
	Should read:

· If the neighbor providing the least-cost path cannot be guaranteed to avoid a routing loop, or if no such neighbor exists, the route will need to enter the Active state.

	713
	Appendix B, Add New Paragraph Between First and Second Paragraph
	New Paragraph to add:

Each IPv4 and IPv6 EIGRP instance must have a RID assigned in order to run. On routers running pure IPv6 without any IPv4 (IPv6-only routers), the automatic RID selection will not work as it has no IPv4 addresses available to choose from. As a result, on IPv6-only routers, each IPv6 EIGRP process must be configured with a unique RID manually, otherwise it will be unable to start and operate.


Corrections for November 10, 2014

	Pg
	Error – First Printing
	Correction

	116
	Chapter 3, Step 2, Third Sentence
Reads:

When the link between SW1 and SW2 still worked, BPDU arriving at SW4’s Fa0/4 contained the SW1’s Bridge ID as the RBID.
	Should read:
When the link between SW1 and SW2 still worked, BPDU arriving at SW4’s Fa0/2 contained the SW1’s Bridge ID as the RBID.

	151
	Chapter 3, Second Paragraph, Last Sentence

Reads:

Apart from this, no other dependency between BPDU Filter and BPDU Guard exists.
	Should read:

Apart from this, no other dependency between BPDU Filter and PortFast exists.

	157
	Chapter 3, Port-Channel Discovery and Configuration, Fifth Bullet Point 

Remove Fifth Bullet Point
	Remove Fifth Bullet Point

	204
	Chapter 4, Table 4-11, Step 1

Reads:

22 = 4,y=2                   23=8,y=3
	Should read:

2^2 = 4,y=2                   2^3=8,y=3

	229
	Chapter 5, “Do I Know This Already?” Quiz, Question 7

Reads:

7. Which of the following NTP modes in a Cisco router requires a predefinition of the IP address of an NTP server?
	Should read:

7. Which of the following NTP modes in a Cisco router requires a predefinition of the IP address of an NTP time source?

	235
	Chapter 5, First Sentence at Top of Page
Reads:

After receiving the next DHCP message from the server, R1 would change the destination IP address to a LAN broadcast, and forward the packet onto the client’s LAN.
	Should read:
The source address is also changed to the LAN broadcast, so that reply packets from the DHCP server are forwarded to the client’s LAN.

	235
	Chapter 5, Example 5-1, Second configuration option

Reads:

! The source IP will be changed to 10.1.1.255, so that the reply packets will be

! broadcast back out E0.
	Should read:

! The source IP will be changed to 10.1.1.1, so that the reply packets will be

! processed by the relay agent and subsequently broadcasted back out E1.

	263
	Chapter 5, Table 5-6, Eleventh Command Description reads:
Command       Description

rmon event     Configures an RMON 

event to monitor a 
particular SNMP object, 

along with rising and 

falling thresholds.   
	Should read:
Command       Description

rmon event     Configures an event action for an 
RMON alarm’s rising or falling 
threshold.

	263
	Chapter 5, Table 5-6, Twelfth Command Description reads:

Command       Description

rmon alarm
configures an alarm action 
for an RMON event’s rising 
or falling threshold. 
	Should read:

Command       Description

rmon alarm     Configures an RMON alarm to monitor 
a particular SNMP object, along with 
rising and falling thresholds

	287
	Chapter 6, Using Routed Ports and Port-channels with MLS, Third Sentence

Reads:

(Another typical topology for using router ports is when two MLS switches connect for the purpose of routing between the switches, again creating a case with only two devices in the VLAN/subnet.)
	Should read:

(Another typical topology for using routed ports is when two MLS switches connect for the purpose of routing between the switches, again creating a case with only two devices in the VLAN/subnet.)

	304
	Chapter 6, First Paragraph, Third Sentence

Reads:

OSPF’s operation is not influenced in any way, and because its AD remains at 110, routes still keep OSPP-learned routes in their routing table.
	Should read:
OSPF’s operation is not influenced in any way, and because its AD remains at 110, routers still keep OSPP-learned routes in their routing table.

	382
	Chapter 8, First Paragraph, Second Sentence 
Reads:

To simplify metric calculations, EIGRP in this network is configured to take only the delay metric component into account (K3 =1, all other K-values are set to 0)
	Should read:
To simplify metric calculations, EIGRP in this network is configured to take only the delay metric component into account (K3 =1, all other K-values are set to 0).

	708
	Appendix A, Chapter 5, Question 8

Reads:

8. A, C, and D
	Should read:

8. A and C

	708
	Appendix A, Chapter 5, Question 

Reads:

9. C
	Should read:

9. C and E


Corrections for October 14, 2014

	Pg
	Error – First Printing
	Correction

	141
	Chapter 3, First Full Paragraph, First Three Sentences 
Read:

In other MST regions that do not contain the CIST Root Switch, only MST switches at the region boundary (that is, having links to other regions) are allowed to assert themselves as IST root switches. This is done by allowing the CIST Regional Root ID to be set either to the Bridge ID of the switch itself if and only if the switch is also the CIST Root, or in all other cases, to the Bridge ID of an MST boundary switch that receives BPDUs from a different region. Remaining internal switches have therefore no way of participating in IST root elections.
	Should read:

In other MST regions that do not contain the CIST Root Switch, only MST switches at the region boundary (that is, having links to other regions) are allowed to join the IST root switch elections. The remaining internal switches in the region will not participate in these elections. Summing up the options, a switch is allowed to attempt to become the IST root switch only in the following two cases: Either it is the CIST Root Switch, in which case it becomes the IST root automatically, or it is a boundary switch receiving BPDUs from a different MST or a non-MST region.

	197
	Chapter 4, Third Paragraph, Last Sentence

Reads:

Note that this example uses 3 subnet bits, so there will be 23 subnets.
	Should read:

Note that this example uses 3 subnet bits, so there will be 23=8 subnets.


Corrections for October 13, 2014

ERRATA***page 192, 196, 197, 198, 203, Appendix E Page 12 and Appendix F Page 12 – replace all 2y expressions with 2^y***
	Pg
	Error – First Printing
	Correction

	154
	Chapter 3, Second Full Sentence in top paragraph
Reads:

If no BPDUs are received, the port will be but into a BA-inconsistent blocking state until it starts receiving BPDUs again.
	Should read:
If no BPDUs are received, the port will be put into a BA-inconsistent blocking state until it starts receiving BPDUs again.

	224
	Chapter 4, Figure 4-9 caption

Reads:

Figure 4-9  IPv6 Header
	Should read:

Figure 4-9  IPv4 Header

	239
	Chapter 5, First Paragraph after Bullet Points, Third Sentence
Reads:

To do so, the GLBP Active Virtual Gateway (AVG) assigns each router in the group a unique virtual MAC address, following the format 0007.B400.xxyy, where xx is the GLBP group number and yy is a different number for each router (01, 02, 03, or 04).
	Should read:
To do so, the GLBP Active Virtual Gateway (AVG) assigns each router in the group a unique virtual MAC address, following the format 0007.B40X.xxyy, where Xxx is the 10-bit wide GLBP group number (hence only the lowmost 2 bits from X are used for the group number), and yy is a different number for each router (01, 02, 03, or 04).

	212
	Chapter 4, First Paragraph, Fourth Sentence

Reads:

For example, in a network with 1000 hosts, a single public IP address used as the only Inside Global address could handle an average of six concurrent flows from each host to and from the hosts on the Internet.
	Should read:

For example, in a network with 1000 hosts, a single public IP address used as the only Inside Global address could handle an average of sixty concurrent flows from each host to and from the hosts on the Internet.

	303
	Chapter 6, Figure 6-9, Row Advertises, Column RI, Second Line

Reads:

10.12.0.0/23
	Should read:

10.12.0.0/24


Corrections for September 30, 2014
	Pg
	Error – First Printing
	Correction

	247
	Chapter 5, Replace Figure 5-3


	Replace with:

[image: image1.jpg]pum
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Corrections for September 26, 2014
	Pg
	Error – First Printing
	Correction

	707
	Appendix A, Answers to the “Do I Know This Already?” Quizzes. Chapter 1, Answer 3

Reads:

3. D
	Should read:

3. C

	707 
	Appendix A, Answers to the “Do I Know This Already?” Quizzes. Chapter 3, Answer 11

Reads:

11. D
	Should read:

11. E



Corrections for September 8, 2014
	Pg
	Error – First Printing
	Correction

	20
	Chapter 1, Example 1-2, Fourth Highlighted line beginning with !

Reads:

! the switch interfaces – note 0xcd (last byte of 2nd address in the table above)
	Should read:

! the switch interfaces – note 0xcd (last byte of 2nd address in the table below)


This errata sheet is intended to provide updated technical information. Spelling and grammar misprints are updated during the reprint process, but are not listed on this errata sheet.

Updated 05/30/2017

