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	Error
	Correction

	302
	Chapter 11, Note, second sentence
Reads:

Because LWAPP/CAPWAP data packets always use the same ports, 16666 and 5247 respectively, and the AP uses the outside QoS marking to determine which queue the packets should be placed in, using port-based QoS policies is inadequate.


	Should read:
Because LWAPP/CAPWAP data packets always use the same ports, 12222 and 5247 respectively, and the AP uses the outside QoS marking to determine which queue the packets should be placed in, using port-based QoS policies is inadequate.



	330
	Chapter 11, Ninth Bullet down:

Reads:

Wireless: Channel scanning, authentication data
	Should read:

Wireless: Channel scanning, authentication data

	331
	Chapter 11, Example 11-8, First Sentence

Reads:

! You can see that the RSSI levels are not at the required -65 dBm or better.
	Should read:

! You can see that the RSSI levels are not at the required -67 dBm or better.



	483
	Chapter 15, Ethernet Bridging, Fourth paragraph, last sentence

Reads:

Figure 5-11 shows the Ethernet configuration of a indoor RAP, and Figure 15-12 shows the same configuration on the indoor MAP.
	Should Read:

Figure 5-11 shows the Ethernet configuration of a indoor RAP, and Figure 15-12 shows the Ethernet configuration on the indoor MAP.

	484
	Chapter 15, Figure 11
	See new figure

	485
	Chapter 15, First paragraph

Reads:

The RAP Ethernet port is configured as trunk port with VLAN 20 set to Native and allowing VLAN 12. You can add more VLANs by entering the VLAN into the Trunk VLAN ID box and hitting Add. With the Ethernet port set to Trunk, the AP will accept both tagged and untagged packets. Any tagged packets for a VLAN that is not in the allowed list will be dropped.
	Should read:

Notice that the RAP Ethernet interface mode in Figure 15-11 is left as Normal.  By default, the wired Ethernet Interface of the RAP will pass all VLAN traffic. This is because the wired connection between the RAP and the switch is the primary backhaul interface to the WLC. Even though you can configure this interface with VLAN tagging, those settings will not be applied until that interface is no longer being used as the backhaul.  Since this interface passes all VLAN traffic, it is important to remember to configure the network switch port the RAP is using to only allow the correct VLANs. If not, any VLAN traffic received that is not on any of the bridged VLANs within the mesh network, the RAP will inject those packets into the native VLAN, VLAN 1, in the mesh network.  This can corrupt the mesh routing protocol.  

	486
	Chapter 15, Figure 15-14
	See new figure
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