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	Pg
	Error
	Correction

	42
	Chapter 2, Example 2-5 (last line)
Reads:

Permit tcp 10.0.0.0.0.0.0.255 172.16.1.0.0.0.0.255 reflect tcp_reflect
	Should read:
Permit tcp 172.16.1.0.0.0.0.255 10.0.0.0.0.0.0.255 reflect tcp_reflect


	76
	Chapter 3, Example 3-9:

Reads: 
Pix(config)# telnet <source_IP_address> mask <source_interface>
	Should read:

Pix(config)# telnet <source_IP_address> <mask> <source_interface>

	336
	Chapter 11, Figure 11-6 (under Multipoint 802.1x Enabled Port)

Reads:

Switch(config)# interface FastEthernet X/X
Switch(config-if)# dot1x port-control auto

Switch(config-if)# dot1x host-mode single-host

	Should read:

Switch(config)# interface FastEthernet X/X
Switch(config-if)# dot1x port-control auto

Switch(config-if)# dot1x host-mode multi-host


	439
	Chapter 15, Figure 15-10 (in both upper boxes labeled:

Phase 1 – ISAKMP SA
Reads:

1 Unidirectional SA for Mngt


	Should read:

1 Bidirectional SA for Mngt



	439
	Chapter 15, Figure 15-10 (in both lower boxes labeled:

Phase 2 – IPsec SA)

Reads:

2 Bidirectional SA for Data
	Should Read:

2 Unidirectional SA for Data

	452
	Chapter 15, Figure 15-17 (second of the five step mode)
Reads: 

Step 2. Ike Phase I
	Should read:
Step 2. IKE Phase I

	452
	Chapter 15, Figure 15-17 (third of the five step mode)

Reads:

Step 3. Ike Phase 1
	Should read:

Step 3. IKE Phase 2

	452
	Chapter 15, Figure 15-17 (second gray shaded box on the right side, last line in box)

Reads: Establishes IKE security association (Phase 1 SA)?

	Should read:
Establishes IKE security association (Phase 1 SA)



	452
	Chapter 15, Figure 15-17 (third gray shaded box on the right side, third line in box)

Reads: Establishes IPsec security associations (Phase 2 SA)?
	Should read:
Establishes IPsec security associations (Phase 2 SA)

	727
	Chapter 24, Table 24-6, Eleventh box down, first line
Reads:

For Cryptographic Cisco IOS Software Images,

Enable Secure Shell (SSH) Protocol and Serial Control Protocol (SCP) for Access and File Transfer
	Should read:
For Cryptographic Cisco IOS Software Images,

Enable Secure Shell (SSH) Protocol and Secure Copy (SCP) for Access and File Transfer
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