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Corrections for September 11, 2016
	Pg
	Error – Seventh Printing
	Correction

	542
	Chapter 12, DNS Zone Types, First Sentence

Reads:

Each DNS server provides for several types of zones, including primary, secondary, stub, and Active Directory-integrated.
	Should read:

Each DNS server provides for four types of zones, including primary, secondary, stub, and Active Directory-integrated.


Corrections for August 11, 2016
	Pg
	Error – Sixth Printing
	Correction

	639
	Chapter 14, First Paragraph, First Sentence

Reads:

The heart and soul of any Active Directory implementation is the users who must access the network on a daily basis.
	Should read:

The heart and soul of any Active Directory implementation are the users who must access the network on a daily basis.


Corrections for July 15, 2016
	Pg
	Error – Sixth Printing
	Correction

	101
	Chapter 3, Eleventh Bullet Point

Reads:

· Supports up to 65-TB files.
	Should read:

· Supports up to 64-TB files.


Corrections for July 12, 2016
	Pg
	Error – Sixth Printing
	Correction

	639
	Chapter 14, First Paragraph, First Sentence 

Reads:

The heart and soul of any active Directory implementation is the users who must access the network on a daily basis.
	Should read:

The heart and soul of any active Directory implementation are the users who must access the network on a daily basis.

	653
	Chapter 14, Ldife, Second Paragraph, First Sentence

Reads:

Each line describes a singe attribute and specifies the name of the attribute (as defined by the schema) followed by its value.
	Should read:

Each line describes a single attribute and specifies the name of the attribute (as defined by the schema) followed by its value.

	655
	Chapter 14, Second Command Line

Reads:

-1n Jones  -display “Peter Jones’ -pwd P@ssw0rd =samid PeterJ
	Should read:

-1n Jones  -display “Peter Jones’ -pwd P@ssw0rd -samid PeterJ


Corrections for June 9, 2016
	Pg
	Error – Fifth Printing
	Correction

	578
	Chapter 13, Active Directory Canonical Names, Last Sentence

Reads:

For the DN given previously, the Active Directory canonical name would be as follows:

Que.com/incentory/TimB
	Should read:

For the DN given previously, the Active Directory canonical name would be as follows:

Que.com/inventory/TimB

	CD
	Appendix B, Memory Tables, Page 3, Table 1-3. Second Description

Reads:

Orovides services for sending and receiving faxes.
	Should read:

Provides services for sending and receiving faxes.


Corrections for April 4, 2016
	Pg
	Error – Fifth Printing
	Correction

	682
	Chapter 15, First Bullet Point

Reads:

· E-mail: Enables you to specify the email address of an individual responsible for managing the group.
	Should read:

· E-mail: Enables you to specify the email address to be associated with the group.


Corrections for March 24, 2016
	Pg
	Error – Fifth Printing
	Correction

	919
	Appendix A, Chapter 11, Add Additional Content to the Explanation of Answer 9
	Add content at the end of Explanation Answer 9 :

Normally, the reservation is sufficient. However, it's really a best practice to create exclusions if you're going to be adding client reservations. The reason for this is that Windows Server 2012 (2008 R2 and later) requires that reservations be part of the DHCP scope. So if you're creating a new reservation, it's possible that a client has already been assigned that address.  Creating the exclusions when DHCP is first activated ensure that does not happen. So you can add new client reservations without a check to see if another client has already been assigned that address.
Of course, you can still configure the reservation and it will work, but you first have to check the assigned addresses, release any client that has been assigned that address, and hope another client doesn't grab it before you configure the reservation.


Corrections for March 21, 2016
	Pg
	Error – Fifth Printing
	Correction

	904
	Appendix A, Chapter 2, “Do I Know This Already?” Quiz, Answer 4

Reads:

4. D. You should run the Uninstall-WindowsFeature Serve-Gui-Shell command to convert the server to the minimal server interface mode. The Uninstall-WindowsFeature Desktop-Experience command converts the server to Server Core mode, which does not enable the Server Manager interface. The other two commands listed are invalid.
	Should read:

4. C. You should run the Uninstall-WindowsFeature Desktop-Experience command to convert the server to the minimal server interface mode. The Uninstall-WindowsFeature Server-Gui-Shell command converts the server to Server Core mode, which does not enable the Server Manager interface. The other two commands listed are invalid.


Corrections for November 24, 2015
	Pg
	Error – Fifth Printing
	Correction

	75
	Chapter 2, Number 6

Reads:

6. Select the appropriate Standy adapter by selecting a specific adapter or choosing None where all adapters remain active.
	Should read:

6. Select the appropriate Standby adapter by selecting a specific adapter or choosing None where all adapters remain active.

	75
	Chapter 2, Configure Basic NIC Teaming via PowerShell, Command Line

Reads:

New-NetLbfoTeam [Team Name], Ethernet, Ethernet 2
	Should read:

New-NetLbfoTeam -TeamName [Team Name] -TeamMembers [NIC 1], [NIC 2]

	86
	Chapter 3, Table 3-2, Scenario, First Sentence

Reads:

Used to increase protection and data loss due to power failures or lags in disk write activity.
	Should read:

Used to increase protection against data loss due to power failures or lags in disk write activity.


Corrections for November 17, 2015
	Pg
	Error – Fifth Printing
	Correction

	CD
	Appendix B, Page 3, Table 1-3, Second Description

Reads:

Orovides services for sending and receiving faxes.
	Should read:

Provides services for sending and receiving faxes.


Corrections for September 9, 2015
	Pg
	Error – Fifth Printing
	Correction

	451
	Chapter 10, First Bullet Point, First Sentence

Reads:

· fd12:cde6:1208:9::f92b: This is a unique local address in which the first 7 bits are all 1s; the eight bit is also 1, which is the local (L) flag.
	Should read:

· fd12:cde6:1208:9::f92b: This is a unique local address in which the first 6 bits are all 1s; the eight bit is also 1, which is the local (L) flag


Corrections for July 2, 2015
	Pg
	Error – Fourth Printing
	Correction

	122
	Chapter 4, Question 1 Answers

Reads:

a. SMB Share-Quick

b. SMB Share-Advanced

c. SMB Share-Application 

d. NFS Share-Quick

e. NFS Share-Advanced
	Should read: (Remove Bold Print)

a. SMB Share-Quick

b. SMB Share-Advanced

c. SMB Share-Application 

d. NFS Share-Quick

e. NFS Share-Advanced

	123
	Chapter 4, Question 5 Answers

Reads:

a. Only the files and programs that users specify with be available offline

b. Enable BranchCache

c. All files and programs that users open from the shared folder are automatically available offline

d. Optimize for performance
	Should read: (Remove Bold Print)
a. Only the files and programs that users specify with be available offline

b. Enable BranchCache

c. All files and programs that users open from the shared folder are automatically available offline

d. Optimize for performance



	124
	Chapter 4, Question 9

Reads:

9. You have created a shared folder named Documents on your Windows Server 2012 R2 computer, which is a member server in your company's AD DS domain. You have assigned the Engineers global group the Full Control NTFS permission to this share. In addition, you have assigned the Interns group the Read permission to a subfolder of the Documents folder that is named Specifications. You do not want the members of the Interns group to be able to modify this folder. What should you do?
	Should read:

9. You have created a shared folder named Documents on your Windows Server 2012 R2 computer, which is a member server in your company's AD DS domain. You have assigned the Engineers global group the Full Control NTFS permission to this share. In addition, you have assigned the Interns group the Modify permission to the share and all sub folders.   You need to ensure that Interns are not able to modify contents of a subfolder named Specifications.  What should you do?


	145
	Chapter 4, First Full Paragraph

Reads:

When you enable Offline Files, this feature makes anything you have cached from the network available to you. It also preserves the normal view of network drives, and so on, as well as shared folder and NTFS permissions. When you reconnect to the network, the feature automatically synchronizes any changes with the versions on the network. Also, changes made to your files while online are saved to both the network share and your local cache.
	Should read:

When you configure Offline Files, this feature makes anything you have cached from the network available to you. It also preserves the normal view of network drives, and so on, as well as shared folder and NTFS permissions. When you reconnect to the network, the feature automatically synchronizes any changes with the versions on the network. Also, changes made to your files while online are saved to both the network share and your local cache.

	151
	Chapter 4, Figure 4-17, Value Column
Reads:

1
	Should read:
Latency=1

	164
	Chapter 4, Table 4-8, Option, Second Row
Reads:

Permissions for Authenticated Users
	Should read:
Permissions for [Selected User/Group]

	223
	Chapter 5, First Paragraph, Last Two Sentences
Reads:

To configure printer pooling, specify a different port for each print device in the printer pool.  Then select the check box labeled Enable printer pooling and click OK.
	Should read:
To configure printer pooling, select the check box labeled Enable printer pooling. Specify a different port for each print device in the printer pool, and then click OK.

	248
	Chapter 6, Second Note
Reads:

NOTE  To confirm WinRM functionality, use the Test-WSMan [remote computer] command
	Should read:
NOTE  To confirm WinRM functionality, use the Test-WSMan [remote computer] command.  Test-WSMAN may also be used via PowerShell.

	248
	Chapter 6, Add Third Note After Second Note

	Note to add:
NOTE  WINRS may also be configured via Group Policy in larger deployments.

	248
	Chapter 6, Third Bullet Point
	Move Third Bullet Point to First Bullet Point

	256
	Chapter 6, Paragraph under Enabling Remote Desktop Using Server Manager
Reads:

As with previous editions of Windows, Remote Desktop for Administration is a useful tool.   When enabled and authorized through the Firewall, clients can connect to a Full GUI installation using the Remote Desktop Protocol (RDP) over TCP 3389.  A Remote Desktop Connection client (mstsc.exe) is included in current operating systems today.   Microsoft also provides a Remote Desktop MMC snap-in that allows you to create a list of servers where you can simply double click on the specific server to connect via RDP.  
	Should read:
As with previous editions of Windows, Remote Desktop for Administration is a useful tool.   When enabled and authorized through the Firewall, clients can connect to a Full GUI installation using the Remote Desktop Protocol (RDP) over TCP 3389.  A Remote Desktop Connection client (mstsc.exe) is included in current operating systems today.   Legacy Windows 7 clients can still use the Remote Desktop MMC Snap-in to manage multiple servers. For anyone using System Center, Microsoft has provided a Remote Desktop Services Management pack that helps administrators manage multiple servers remotely

	282
	Chapter 7, Question 4

Reads:

4. You need to install the RemoteFX 3D Video adapter driver for your virtual machine.  What role is required to use this driver?
	Should read:

4. You need to install the RemoteFX 3D Video adapter driver for your virtual machine.  Which role or role service is required to use this driver?

	446
	Chapter 10, Table 10-8, Cmdlet Column, Second Row
Reads:

Get=NetTCPConnection
	Should read:
Get-NetTCPConnection

	448
	Chapter 10, IPv6 Address Syntax
Replace 
	Replace with:
IPv6 Address Syntax

Whereas IPv4 addresses use dotted-decimal format as already explained earlier in this chapter, IPv6 addresses are subdivided into eight 16-bit blocks. Each 16-bit block is portrayed as a 4-digit hexadecimal number and is separated from other blocks by colons. This addressing scheme is referred to as colon-hexadecimal.

For example, a 128-bit IPv6 address written in binary could appear as follows:

0011111111111110 1111111111111111 0010000111000101 0000000000000000 0000001010101010 0000000011111111 1111111000100001 0011101000111110

The same address written in colon-hexadecimal becomes 3ffe:ffff:21c5:0000:02aa:00ff:fe21:3a3e. You can remove any single set of contiguous leading zeros, converting this address to 3ffe:ffff:21c5::2aa:ff:fe21:3a3e. This process is known as Zero compression. In this notation, note that the block that contained all zeros appears as “::”, which is called double-colon.  You can always figure out how many blocks of zeros are contained within a double-colon because all IPv6 addresses consist of eight 16-bit blocks.

	492
	Chapter 11, First Four Paragraphs and First Three Commands under Using Windows PowerShell to Install DHCP
Reads:

You can use PowerShell to install a server role or feature such as DHCP on a server running the Server Core version of Windows Server 2012 R2. To install DHCP, use the following PowerShell cmdlet:

Install-WindowsFeature DHCPServerCore

As was the case with Windows Server 2008 R2, you can also use the Deployment Image Servicing and Management (DISM.exe) tool in Windows Server 2012 R2 to install and configure server roles such as DHCP. Use the following command to install DHCP on a Server Core machine:
Dism /online /enable-feature /featurename:DHCPServerCore

Note that this command is case-sensitive and DHCPServerCore must be typed exactly as indicated.
On a computer running any of the GUI-based editions of Windows Server 2012 R2, use the following command:

Dism /online /enable-feature /featurename:DHCPServer
	Should read:
You can use PowerShell to install a server role or feature such as DHCP on a Server GUI/Core version of Windows Server 2012 R2. To install DHCP, use the following PowerShell cmdlet:
Install-WindowsFeature DHCP 

As was the case with Windows Server 2008 R2, you can also use the Deployment Image Servicing and Management (DISM.exe) tool in Windows Server 2012 R2 to install and configure server roles such as DHCP. Use the following command to install DHCP:

 Dism /online /enable-feature /featurename:DHCPServer

	503
	Chapter 11, Second Command and Note
Reads:

Set-DhcpServerv4OptionValue -ScopeID 192.168.0.0 -OptionId 3 -Value 3 IPADDRESS 192.168.0.1

Note  For more information on the Set-DhcpServerv4OptionValue cmdlet, refer to " Set-DhcpServerv4OptionValue" at http://technet.microsoft.com/en-us/library/jj590669.aspx.
	Should read:
Set-DhcpServerv4OptionValue -ScopeID 192.168.0.0 -OptionId 3 192.168.0.1

Note  For this cmdlet to work properly, the scope must first be created before it can be configured.  For more information on the Set-DhcpServerv4OptionValue cmdlet, refer to "Set-DhcpServerv4OptionValue" at http://technet.microsoft.com/en-us/library/jj590669.aspx.


	508
	Chapter 11, Configuring DHCP Options for PXE, First Paragraph
Reads:

After you have configured WDS with appropriate images, you will need to ensure that your DHCP server is configured with options 066 and 067.  These options enable clients to connect to the WDS server using PXE. To configure the options, perform the following steps:
	Should read:
After you have configured WDS with appropriate images, you will need to ensure that your DHCP server is configured with options 066 and 067. These options allows clients to connect to the WDS server using PXE. For the purpose of the 70-410 exam, to deploy images using PXE boot, you will need to configure DHCP options 66 and 67. In real world implementations, this may differ depending on the scenario.  

For example, if you plan on using Windows Deployment Services on the same server hosting DHCP, you must tell WDS not to listen on UDP port 67 and also to instruct the DHCP server that this server is also a PXE server. This can be accomplished by checking the two options under the DHCP properties of a WDS Server. For Microsoft DHCP servers, WDS will automatically configure Option 060 PXEClient under Scope Options.   In scenarios where WDS and DHCP services are installed on separate servers, you must configure DHCP Options 066 and 067.  Option 066 identifies the Boot Server Host Name by IP Address. This is the IP Address of the WDS server.  Option 067 identifies the Bootfile name. To configure the options, perform the following steps:

	513
	Chapter 11, Second Bullet Point, Second to Last Sentence
Reads:

To specify a value for this parameter, right-click the DHCP server in the console tree of the DHCP snap-in.
	Should read:
To specify a value for this parameter, right-click the DHCP server in the console tree of the DHCP snap-in and chose Properties.

	604
	Chapter 13, Number 1
Reads:

1. Type Install-windowsfeature –name Ad-Domain-Services –IncludeManagementTools and press Enter.
	Should Read:
1. Type Install-WindowsFeature –name Ad-Domain-Services –IncludeManagementTools and press Enter.

	604
	Chapter 13, Number 4, First Sentence
Reads:

4. Windows asks for -safemodeadministratorpassword.
	Should read:
4. Windows asks for –SafeModeAdministratorPassword.

	605
	Chapter 13, Last Sentence in Paragraph before Note
Reads:  

You can also use any of the parameters previously included with the –InstallADDSForest cmdlet and already described.
	Should read:
You can also use any of the parameters previously included with the –Install-ADDSForest cmdlet and already described.

	606
	Chapter 13, Last Sentence in Paragraph before Note

Reads:
You can also use most of the parameters previously included with the –InstallADDSForest cmdlet described earlier in this section.
	Should read:
You can also use most of the parameters previously included with the –Install-ADDSForest cmdlet described earlier in this section.

	613
	Chapter 13, Number 4, Second Sentence

Reads:

These relate to the ability of the installation wizard to run the Adprep  /domainprep and Adprep  /forestprep operations, and are as follows:
	Should read:

These relate to the ability of the installation wizard to run the adprep  /domainprep and adprep  /forestprep operations, and are as follows:

	689
	Chapter 15, First Sentence, 1 and 2

Reads:

To create a local group in Windows Server 2012 R2, proceed as follows:

1. Open Server Manager and then expand the Configuration node in the console tree to reveal the Local Users and Groups folder.

2. Expand this folder, right-click Groups, and choose New Group.
	Should read:
To create a local group in Windows Server 2012 R2, proceed as follows:

1. Open Server Manager, click on Tools and choose Computer Management.  Once Computer Management opens, expand the Configuration node in the console tree to reveal the Local Users and Groups folder.

2. Expand this folder, right-click Groups, and choose New Group.

	694
	Chapter 15, Creating Organizational Units, Second Paragraph, First Sentence
Reads:

You can also use the dsadd PowerShell cmdlet or from the Active Directory Module for Windows PowerShell available under Administrative Tools. 
	Should read:
You can also use the dsadd utility or from the Active Directory Module for Windows PowerShell available under Administrative Tools.

	722
	Chapter 16, Delete TIP
	No Replacement TIP

	734
	Chapter 16, Add TIP Under First TIP
	TIP to add:
TIP  Beginning with PowerShell 3, moduels may be imported automatically if they are located in a specific configurable path.  For more information refer to "Importing Modules" at https://msdn.microsoft.com/en-us/library/dd878284(v=vs.85).aspx.

	739
	Chapter 16, Add TIP At Top of Page
	TIP to add:
TIP  When using restricted groups for administration purposes, make sure to list all users/groups that you want to be added to the local administrators group.  Failing to do so may remove access to other administrator accounts that were inherited by Group Policy or configured under local users and groups.


	756
	Chapter 17, Number 6, First Sentence
Reads:

6. You have enabled the auditing of object access in a GPO linked to the Default Domain Policy GOP in your company’s AD DS Domain.
	Should read:
6. You have enabled the auditing of object access in a policy linked to the Default Domain Policy GOP in your company’s AD DS Domain.

	763
	Chapter 17, First Sentence after NOTE
Reads:

The Security Options node also contains the following additional sets of security-related policies:
	Should read:
The Security Settings node also contains the following additional sets of security-related policies:

	812
	Chapter 19, Number 1, a., b., c., and d.
Reads:

Window Firewall
	Should read:
Windows Firewall

	823
	Chapter 19, Table 19-2, Windows Remote Management; Column: Enabled By Default?

Reads:

No
	Should read:
Yes

	828
	Chapter 19, Add NOTE after First NOTE
	NOTE to add:

NOTE  Enabled rules matching the allow action are shown with a green check mark.  Enabled rules matching the block action are shown with a Red block icon, Enabled rules allowing the connection if it is secure are displayed with a yellow lock icon.   Any rule that is disabled shows the corresponding icon but is grayed out, indicating that the rule is disabled.


	851
	Chapter 19, Second Paragraph, Last Sentence
Reads:

You can use the Getsid.exe command-line tool to obtain the SIDs of the required accounts.
	Should read:
You can use the Get-ADUser command-line tool to obtain the SIDs of the required accounts.

	907
	Appendix A, Answer to Question 9

Reads:

9. A. Because all NTFS permissions are inherited, permissions granted to the Documents folder are by default inherited by the Specifications folder. So that members of the Interns group do not receive the permission to modify contents of this folder, you must remove the inherited permission by selecting the Remove all inherited permissions from this object option. If you select the Convert inherited permissions into explicit permissions on this object option, members of the Interns group receive the inherited permissions and members of the Interns group can modify this folder. If you deny the Full Control permission to members of the Interns group, they will be unable to access the contents of this folder. If you don't do anything, members of the Interns group can modify the contents of the folder by way of the inherited permission.
	Should read:

9. A. Because all NTFS permissions are inherited, permissions granted to the Documents folder are by default inherited by the Specifications folder. So that members of the Interns group do not receive the permission to modify contents of this folder, you must remove the inherited permission by selecting the Remove all inherited permissions from this object option.  From here you can establish a set of custom permissions for the Specifications subfolder.  If you select the Convert inherited permissions into explicit permissions on this object option, members of the Interns group receive the inherited permissions and members of the Interns group can modify this folder. If you deny the Full Control permission to members of the Interns group, they will be unable to access the contents of this folder. If you don't do anything, members of the Interns group can modify the contents of the folder by way of the inherited permission.

	912
	Appendix A, Answer to Question 4

Reads:

4. A. The Remote Desktop Virtualization role must be installed to take advantage of the RemoteFX 3D Video Adapter Driver for a virtual machine. If this role is not installed, the option to add the RemoteFX 3D driver will be grayed out. All other answer are invalid.
	Should read:

4. A. The Remote Desktop Virtualization Host role service must be installed to take advantage of the RemoteFX 3D Video Adapter Driver for a virtual machine. If this role is not installed, the option to add the RemoteFX 3D driver will be grayed out. All other answer are invalid.

	918
	Appendix A, Answer to Question 6

Reads:

6. B, D. Microsoft recommends that you use the PowerShell cmdlet Install-WindowsFeature DHCPServerCore to install DHCP on a Windows Server 2012 R2 Server Core Computer. You can also use the Dism /online /enable-feature /featurename:DHCPServerCore command to install DHCP on a Server Core computer. The Start w/ ocsetup DHCPServerCore command would install DHCP on a Server Core computer running the original version of Windows Server 2008 but not Windows Server 2012 R2. The servermanagercmd –install command installs certain roles and role features with Server Core, but not DHCP.
	Should read:

6. B, D. Microsoft recommends that you use the PowerShell cmdlet Install-WindowsFeature DHCPServer to install DHCP on a Windows Server 2012 R2 Server Core Computer. You can also use the Dism /online /enable-feature /featurename:DHCPServer command to install DHCP on a Server Core computer. The Start w/ ocsetup DHCPServer command would install DHCP on a Server Core computer running the original version of Windows Server 2008 but not Windows Server 2012 R2. The servermanagercmd –install command installs certain roles and role features with Server Core, but not DHCP.

	919
	Appendix A, Answer to Question 10

Reads:

10. B, D. To deploy images using PXE boot, you will need to configure DHCP options 66 and 67.   Answers A, C, and E are all options used for services or functions outside of the scope of this book and the 70-410 exam.
	Should read:

10. B, D.  For the purpose of the 70-410 exam, to deploy images using PXE boot, you will need to configure DHCP options 66 and 67.  In real world implementations, this may differ depending on the scenario.  For example, if you plan on using Windows Deployment Services on the same server hosting DHCP, you must tell WDS not to listen on UDP port 67 and also to instruct the DHCP server that this server is also a PXE server.    This can be accomplished by checking the two options under the DHCP properties of a WDS Server.  For Microsoft DHCP servers, WDS will automatically configure Option 060 PXEClient under Scope Options.   In scenarios where WDS and DHCP services are installed on separate servers, you must configure DHCP Options 066 and 067.  Option 066 identifies the Boot Server Host Name by IP Address.  This is the IP Address of the WDS server.  Option 067 identifies the Bootfile name.   Answers A, C, and E are all options used for services or functions outside of the scope of this book and the 70-410 exam.


Corrections for June 10, 2015
	Pg
	Error – Third Printing
	Correction

	52
	Chapter 2, Second Bullet, Last Sentence
Reads:

In many cases, the centralized approach is what the decentralized model evolves into overtime.
	Should read:
In many cases, the centralized approach is what the decentralized model evolves in to over time.

	68
	Chapter 2, Table 2-6, First Command

Reads:

Get-Windows Feature –ComputerName

[remote computer name]
	Should read:

Get-WindowsFeature –ComputerName

[remote computer name]

	74 thru 75
	Chapter 2 

References of Switched Independent or Switched Dependent
	Should read:

Switch Independent and Switch Dependent


	75
	Chapter 2, First Bullet Pont, Last Sentence
Reads:

The use of enterprise classed managed switches is required
	Should read:
An enterprise class managed switch is required.

	81
	Chapter 3, Question 7, Answer b – should be in monospace format
Reads:

b. DiskPart
	Should read:

b. DiskPart

	89
	Chapter 3, Configuring MBR and GPT Disks, Question 4
Reads:

4. Typing convert gpt DiskPart informs you that it has successfully converted the selected disk to GPT format.
	Should read:
4. Type convert gpt.  DiskPart informs you that it has successfully converted the selected disk to GPT format.

	101
	Chapter 3, First Paragraph, Fourth Sentence

Reads:

HDs are files stored on a server that make up contents of a virtual hard drive.
	Should read:

VHDs are files stored on a server that make up contents of a virtual hard drive.

	118
	Chapter 3, Table 3-5, First Command

Reads:

Get-Storage Pool
	Should read:

Get-StoragePool


Corrections for May 15, 2015
	Pg
	Error – Third Printing
	Correction

	40
	Chapter 2, Third Paragraph, First Sentence
Delete First Sentence
	Delete:

Further, when you install Windows Server 2012 R2 on an Itanium-based computer, you must have an Intel Itanium 2 processor and additional hard disk space.

	40
	Chapter 2, Add Note after Third Paragraph


	Note to add:

NOTE  Support for Itanium processors ended with Server 2008 R2.   Microsoft has removed support for Itanium processors under Windows Server 2012 and 2012 R2.

 

https://technet.microsoft.com/en-us/library/cc772344(v=ws.10).aspx



Corrections for April 24, 2015
	Pg
	Error – First Printing
	Correction

	14
	Chapter 1, Note, Second Bullet, 

Reads:

· Active Directory fix for Office 365: Enables users to sign-on using an Office 265 email address, and provides a user experience parallel to that of Windows 8.1 Update.
	Should read:

· Active Directory fix for Office 365: Enables users to sign-on using an Office 365 email address, and provides a user experience parallel to that of Windows 8.1 Update.


Corrections for February 23, 2015
	Pg
	Error – First Printing
	Correction

	5
	Chapter 1, Question 5, Answer C

Reads:

5. You are an administrator for your organization. You are currently administering three Server 2003 Standard Edition files servers. You have been tasked with upgrading these servers to Server 2012 R2. What options do you have to accomplish this task? (Choose all that apply).
a. Perform a GUI in place upgrade to Server 2012 R2 Standard Edition

b. Perform clean installations for new servers and use the Windows Server Migration Tools to migrate the shares and data.
c. Perform in place upgrades to Server 2008 R2 Standard then upgrade to Server 2012 R2 Standard
d. Boot with the Server 2012 R2 installation media and choose the Upgrade option from within the Setup. 
	Should Read:

5.  
You are an administrator for your organization. You are currently administering three Server 2003 Standard Edition file servers. You have been tasked with upgrading these servers to Server 2012 R2.  How can you accomplish this with the least amount of administrative effort?
a. Perform a GUI in place upgrade to Server 2012 R2 Standard Edition

b. Perform clean installations for new servers and use the Windows Server Migration Tools to migrate the shares and data.
c. Perform in place upgrades to Server 2008 R2 Standard then upgrade to Server 2012 R2 Standard
d. Boot with the Server 2012 R2 installation media and choose the Upgrade option from within the Setup.


	25
	Chapter 1, Table 1-2

Replace table
	Replace with:
	

	
	
	Current Operating System
	Upgrade Option

	
	
	Windows Server 2003 Standard/Enterprise with SP2
	Direct upgrade is not possible. Must upgrade to Server 2008 before upgrading to 2012. Can only upgrade to Windows Server 2012. 

	
	
	Windows Server 2008 Standard with SP2 or Windows Server 2008 Enterprise with SP2
	Windows Server 2012 Standard, Windows Server 2012 Datacenter

	
	
	Windows Server 2008 Datacenter with SP2
	Windows Server 2012 Datacenter

	
	
	Windows Web Server 2008
	Windows Server 2012 Standard

	
	
	Windows Server 2008 R2 Datacenter with SP1
	Windows Server 2012/R2 Datacenter

	
	
	Windows Server 2008 R2 Enterprise with SP1
	Windows Server 2012/R2 Standard or Windows Server 2012/R2 Datacenter

	
	
	Windows Server 2008 R2 Standard with SP1
	Windows Server 2012/R2 Standard or Windows Server 2012/R2 Datacenter

	
	
	Windows Web Server 2008 R2 with SP1
	Windows Server 2012/R2 Standard

	
	
	Windows Server 2012 Datacenter
	Windows Server 2012 R2 Datacenter.

	
	
	Windows Server 2012 Standard
	Windows Server 2012 R2 Standard or Datacenter.

	
	
	Windows Server 2012 Foundation
	Upgrades are not supported.

	
	
	Windows Server 2012 Essentials
	Upgrades are not supported.
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	Appendix A, Chapter 1, Answer to Question 5

Reads:

5. B, C. Because there are not supported upgrade paths from Server 2003 to 2012 R2, these are the only options to upgrade to Server 2012 R2.
	Should read:

5.
B.  Clean install is the best option in this scenario.  A clean installation followed by data migration will reduce the administrative overhead.  Answer A is incorrect as there are no direct upgrade paths from Server 2003 to 2012 R2.  Answer C is not the best option here.  You would need to perform several upgrades for each server to step it up to 2012R2.   Answer D is not a valid option.  




Corrections for December 16, 2014
	Pg
	Error – First Printing
	Correction
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	Chapter 7, TIP

Reads:
After a VM is created, you cannot change its generation. Be sure to determine requirements prior to creating a new VM. Generation 2 VMs are not support by Windows Server 2012. They are supported by Windows Server 2012 R2.
	Should read:

Once a virtual machine is created, you cannot change its generation. Make sure to determine requirements prior to creating a new virtual machine. Generation 2 virtual machines are not supported by operating systems prior to Windows Server 2012.


Corrections for September 30, 2014
	Pg
	Error – First Printing
	Correction
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	Chapter 10, Table 10-7
Replace Table 10-7

	Replacement Table 10-7
 Private IPv4 Network Addresses Defined in IETF RFC 1918 

Class 
Dotted Decimal Address Range 

First Octet Binary 

Network Prefix 

Number of Networks 
Number of Hosts per Network 
A 

10.0.0.0–10.255.255.255 

1010 

/8 

1 

16,777,214 

B 

172.16.0.0–172.31.255.255 

10101100 

/12 

16 

65,534 

C 

192.168.0.0–192.168.255.255 

11000000 

/16 

256 

254 
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