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	Error – First Printing
	Correction

	586
	Ch 1 Review Questions, answer to question 2 reads: 
Structured Threat Information eXchange (STIX). While STIX was originally sponsored by the office of Cybersecurity and Communications within the U.S. Department of Homeland Security, it is now under the management of the Organization for the Advancement of Structured Information Standards (OASIS), a nonprofit consortium that seeks to advance the development, convergence, and adoption of open standards for the Internet.
	Should read:


OpenIOC. Open Indicators of Compromise (OpenIOC) is an open framework, meant for sharing threat intelligence information in a machine-readable format. It is a simple framework that is written in XML, which can be used to document and classify forensic artifacts.

	614
	Chapter 10 Review Questions, answer to question 9 reads: 

NX bit | Method for specifying areas of memory that cannot be used for execution
XN bit | Technology used in CPUs to segregate areas of memory for use by either storage of processor instructions (code) or storage of data
	Should read: 

NX (no-execute) bit | Technology used in CPUs to segregate areas of memory for use by either storage of processor instructions (code) or storage of data.

XN (never execute) bit | Method for specifying areas of memory that cannot be used for execution.

	430
	Review Questions, Question 3 reads: 
Terms

Ruby

Perl
Python

bash
	Should read: 
Terms

Ruby

nodeJS
Python

bash


This errata sheet is intended to provide updated technical information. Spelling and grammar misprints are updated during the reprint process, but are not listed on this errata sheet.
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