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Errata

Page 92 – The last sentence of Question 2 Answer should read, “This is true for the most common form of 

                 small  business, residential installations of a technology called Asymmetric DSL (ADSL).”

Page 110 – Regarding Question 5 Answer, Class C, the line should read: 

                   Class C – first octet starts with 110; 192-223

Page 154 – The answer to Question 11 Answer should read, “A demilitarized zone (DMZ) is a computer 

                   host or small network inserted as a “neutral zone” between a company’s private network and 

                   the outside public network.  It prevents outside users from getting direct access to a server that 

                   has company data.  A DMZ is typically created using two firewalls, and it permits public access 

                   for select services.”

Page 198 – The last bullet under the heading ‘Bandwidth Optimization Techniques’ should read: MPPC

Page 199 – The third bullet under the heading ‘Address Classes’ should read: 

                   Class C – First octet starts with 110; 192 to 223

Page 202 – The third bullet under the heading ‘BGP’ should read:

                   Summarization – Allows for the reduction of routing tables; one route can represent many 

                   Subnets

Page 204 – The last emdash under the heading ‘Telephone Infrastructure’ should read:

                   ​—Foreign exchange subscriber—An interface that typically terminates at a standard analog 

                   telephone or fax.

Page 247 – Question 4 should read, “Explain the need for redundant links between the Regional Edge and 

                   the Central Site Edge in an Enterprise Edge design.”

Page 248 – Question 4 Answer should read, “The Regional Edge is typically an aggregation point for other 

                   routers (for example, branch office routers).   Therefore, many users are impacted if the 

                   Regional Edge cannot be contacted from the Central Site.  Redundant links between the Branch 

                   Edge and the Central Site edge increase the availability of the network for these users.  

                   Additionally, these redundant links can be leveraged to load-share traffic across the primary 

                   and backup links.”

Page 284 – The first sentence of Question 6 Answer should read, “First hop redundancy means that a 

                   different default gateway can service an end station that is pointing to a default gateway in the 

                   event of a failure.”

Page 424 – Question 2 Answer should read, “A Network Attached Storage (NAS) device is essentially an 

                   network file server.  NAS can therefore work with NFS file systems for UNIX or the Common 

                   Internet File System (CIFS) in a Windows environment.  Therefore, NAS is often used for file 

                   sharing, e-Mail services, and web services.”

Page 440 – The URL at the end of the paragraph under the heading ‘Campus Design: Step 4’ should read:

                   http://www.cisco.com/warp/public/779/smbiz/service/advisor
Page 452 – The last item under the bullet heading ‘Networks’ in the second column should read:

                   –Prevent your site from being used for a distributed denial of service (DDoS) attack by filtering 

                     based on RFC 2827

                Change the URL under the heading ‘SAFE’ at the end of the paragraph to:

                http://www.cisco.com/go/safe
