Errata 

I. Chapter 7, Page 211 –regarding seizure of FSMO roles
The text currently states, "In the current implementation, if a role is seized to another DC and the original FSMO holder comes back online, still thinking that it is the role holder, the domain controllers will determine that the new FSMO is the correct one, and the old one will loose that that role after one replication cycle.


"However, statements in the Resource Kit and in other documents still carry a warning that if a DC has its FSMO role seized, it should never come back online.  This is not necessarily true.  The description here of the old role holder being stripped of that attribute is indeed the way it works.  This was confirmed by a Microsoft program manager in the Directory Service group.  When the original FSMO is ready to come back online, boot it up--the conflict will be resolved.  It is advisable to make sure that all

DCs agree on who the role holders are."

I have received information from the Microsoft Active Directory Architect stating that,


“It is true that if you are lucky, bringing a former FSMO role holder back online after a seizure will cause no problems. But there's no way to find out ahead of time whether or not you've been lucky. So there's no safe way to do it (except for the PDC and ID roles as noted in the reskit). End of story.”

The Win2K Resource Kit Distributed Systems Guide states: 

"A domain controller whose schema master, domain naming master, or RID master role is seized must never come back online. Before proceeding with the role seizure, you must ensure that the outage of this domain controller is permanent by physically disconnecting the domain controller from the network."

The above statement in the Resource kit is correct – if you seize a FSMO role, you should never bring that DC back on line. To re-use that computer again, it should be reinstalled and re-promoted.
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