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Corrections for May 30, 2017
	Pg
	Error  - Second Printing
	Correction

	150
	Chapter 5, Third Bullet

Reads:

· Support:  Cisco TAX is able to remotely access the device for diagnostic purposes and customer assistance. The remote access uses SSH over TCP port 443.
	Should read:

· Support:  Cisco TAX is able to remotely access the device for diagnostic purposes and customer assistance. The remote access uses SSH over TCP port 22.


Corrections for November 10, 2016
	Pg
	Error
	Correction

	ii
	Front Matter, Copyright

Reads:

Copyright © 2017 Cisco Systems, Inc.
	Should read:

Copyright © 2016 Cisco Systems, Inc.

	7
	Chapter 1, Cisco Firepower 4100 Series, Last Paragraph

Reads:

All of the Cisco Firepower 4100 Series models are one rack-unit (1 RU) appliances and are managed by Cisco Firepower Management Center.
	Should read:

All of the Cisco Firepower 4100 Series models are one rack-unit (1 RU) appliances and are managed by Cisco Firepower Chassis Manager.

	20
	Chapter 1, Third Bullet, First Sentence

Reads:

The Cisco ASA can inspect and even block applications that are not allowed by the corporate security polity.
	Should read:

The Cisco WSA can inspect and even block applications that are not allowed by the corporate security policy.
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