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	Pg
	Error
	Correction

	12
	Authenticating management users on RADIUS

Reads:

AES key wrap in required…
	Should read:

AES key wrap is required…

	13
	Priority order

Reads:

Note that is Local is selected…
	Should read:

Note that if Local is selected…


	14
	Reads:
Configuring Cisco Secure ACS to respond as a TACACS+ server is just like configuring it to respond as a RADIUS server except that in the Authenticate Using drop-down menu you will choose TACACS+ (Cisco IOS) rather than RADIUS (Cisco Aironet).
	Should read:
Configuring Cisco Secure ACS to respond as a TACACS+ server is just like configuring it to respond as a RADIUS server except that in the Authenticate Using drop-down menu you will choose TACACS+ (Cisco IOS) rather than RADIUS (Cisco Airespace).

	18
	Notification by e-mail
Reads:

…what security level the alert has meet
	Should read:
…what security level the alert has to meet

	31
	Diagram

Reads:

TLS tunnel created based session key
	Should red:
TLS tunnel created based on session key

	49
	NGS reporting

Reads:

…total numbers of authenticated guests
	Should read:

…total  number of authenticated guest

	52
	Last line:
Reads:

Is the controller configured to use NGS for radius
	Should read:
Is the controller configured to use NGS for RADIUS

	66
	LDAP servers

Reads:

Note that to use the drop-down menus the LDAP servers had to…
	Should read:

Note that to use the drop-down menus the LDAP servers have to …


	71
	Reads:

Clients must be configured to use WiFi Protected Access (WPA) or WPA2 profiles.
	Should read:

Clients must be configured to use Wi-Fi Protected Access 2 (WPA2) profiles.

	72
	Asymmetric encryption algorithms and PKI

Reads:

…use two keys in the tandem…
	Should read:

…use two keys in tandem: what one key…

	93
	Reads:

Set State to Known - External
	Should read:

Set State to Know – External

	93
	Reads:

1 through 4 AP Containment
	Should read:

1 through 4 AP Containment

	93
	Reads:

…letting the admin to update…
	Should read:

…letting the admin update…

	111
	wIPS profiles

Reads:

wIPS Profiles enable you to choose define what constitutes an attack…
	Should read:

wIPS Profiles enable you to define what constitutes and attack…
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