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Corrections for March 18, 12011 
	Pg
	Error
	Correction

	5
	Chapter 1, Asymmetric Encryption Application: Authentication, second paragraph, second sentence

Reads:

Because Alice can decrypt the message with Bob’s public key, Bob must have sent the message (only Bob has the public key), and thus the message is authenticated.
	Should read:

Because Alice can decrypt the message with Bob’s public key, Bob must have sent the message (only Bob has the private key), and thus the message is authenticated.


	5
	Chapter 1, Asymmetric Encryption Application: Encryption, third sentence

Reads:

Then the sender encrypts the message with the sender’s public key.


	Should read:

Then the sender encrypts the message with the receiver’s public key.




Corrections for March 28, 12011 
	Pg
	Error
	Correction

	8
	Chapter 1, Following are the steps in signature verification:

Reads:

3. The encrypted has is decrypted with the sender’s private key.


	Should read:

3. The encrypted has is decrypted with the sender’s public key.
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