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First Printing: March 2010
Corrections for May 29, 2012
	Pg
	Error
	Correction

	254
	Chapter 6, Figure 6-11, first oval top of figure

Reads:

Automatic 6 to 4 Tunnel
	Should read:

6 to 4 Tunnel


Corrections for April 9, 2012
	Pg
	Error
	Correction

	248
	Chapter 6, Example 6-25, tenth line down

Reads:

L   13:219:55FF;FEF0:B7D0/128  [0/0]
	Should read:

L  FE80::219:55FF;FEFO:B7DO/128

	254
	Chapter 6, Example 6-32, third line down

Reads:

R  103:::/64  [120/7]
	Should read:

R  103::/64  [120/7]

	257
	Chapter 6, Example 6-36, third line down

Add:  Loopback101

(between Interfaces: and Tunnel0)
	Add:

Loopback101

	258
	Chapter 6, Example 6-38, first line

Reads:

R4# show ipv6 route
	Should read:

R1# show ipv6 route


Corrections for December 5, 2011
	Pg
	Error
	Correction

	458
	Chapter 9, Figure 9-5

R1 reads:
int tun 0: 10.1.1.1/24

R3 reads:

int tun 0: 10.3.3.3/24
	R1 should read:
int loop: 10.1.1.1/24

R3 should read:

tnt loop 0: 10.3.3.3/24


Corrections for January 4, 2011
	Pg
	Error
	Correction

	337
	Chapter 7, Example 7-39, Title:

Reads:

Cisco IOS IPS CLI Configuration
	Should read:

The Show Interface Command Reveals the Status of the Gi0/2 Interface as Up/Up

	374
	Chapter 8, Add Author’s Note at end of second paragraph of WLAN Connectivity Troubleshooting Example: Misconfigured Trunk

Note:

The access-list used in this example matches the registration traffic going from the WAP to the WLC only.  The debug command used on the example’s switch will only produce the results shown if this switch has a SVI with an IP address on VLAN 10.  Furthermore, the reason debug produces the shown result is that the WAP registration process is broadcast based, and the broadcast traffic is process-switched.
	

	382
	Chapter 8, WLAN Connectivity Troubleshooting Example: LWAPP Denied by New Security Implementations, First Paragraph, Last sentence 

Reads:

In taking all the necessary precautions, all configurations have been reverted to their pre-audit state, except for the LAN switch shown in Figure 8-4.
	Should read:

In taking all the necessary precautions, all configurations have been reverted to their pre-audit state, except for the router shown in Figure 8-4.

	382
	Chapter 8, Chapter 8, WLAN Connectivity Troubleshooting Example: LWAPP Denied by New Security Implementations, Second Paragraph, First sentence 

Reads:

After investigation the recent change in security policy, you find that Cisco IOS firewall services were installed in some switches that are critical to the network.


	Should read:

After investigation the recent change in security policy, you find that Cisco IOS firewall services were installed in some devices that are critical to the network.



	383
	Chapter 8. Figure 8-4, Left side R1, Next to Vertical line 

Add:

Fa0/0 
	


	383
	Chapter 8, Figure 8-4. Right side, RI, Next to Horizontal line
Add:

Fa0/0.20
	

	383
	Chapter 8, Figure 8-4. right side, RI, Next to Vertical  line
Add:

Fa0/0.10
	

	383
	Chapter 8, Second Paragraph, Third and Fourth Sentence 

Reads:

Next, you consider interface ACLs on the switch using the show ip interface command for the interface connected to the access point.  The result, shown in Example 8-11, reveals that there is an ACL called FIREWALL applied inbound to the Gi 0/34 interface.
	Should read:

Next, you consider interface ACLs on the router using the show ip interface command for the interface connected to the access point.  The result, shown in Example 8-11, reveals that there is an ACL called FIREWALL applied inbound to the Fa0-0.10 interface.

	383
	Chapter 8, Example 8-11, First line 

Reads:

R1# show ip interface g0/34
	Should read:

R1# show ip interface Fa 0/0.10

	384
	Chapter 8, Example 8-11, First line in box on page

Reads:

GigabitEthernet0/34 is up, line protocol is up
	Should read:

FastEthernet0/0.10 is up, line protocol is up


	384
	Chapter 8, Add Author’s Note at end of page under the last paragraph:

Note:  

The access-list used in this example matches the registration traffic going from the WAP to the WLC only.  The debug command used on the example’s switch will only produce the results shown if this switch has a SVI with an IP address on VLAN 10.  Furthermore, the reason debug produces the shown result is that the WAP registration process is broadcast based, and the broadcast traffic is process-switched.
	

	388
	Chapter 8, Example 8-17, Title
Reads:

We Correcting the Helper Address Configuration
	Should read:
Correcting the Helper Address Configuration

	406
	Chapter 8, Figure 8-12, Under Router 1, Above Switch 1:

Reads:  Fa0/0
	Should read:

Fa0/1

	406
	Chapter 8, Figure 8-12, Under Router 2, Left hand side of IP address, add:

FA0/0
	

	406
	Chapter 8, Figure 8-12, Above Router 2, Switch 2:

Add interface:  Fa0/1
	


	406
	Chapter 8, Figure 8-12, Under Router 2, Right hand side under Switch 2:

Add interface:  Fa0/3
	

	424
	Chapter 8, First Paragraph, Fourth sentence
Reads:

You will use the macro to make DSW1 the primary root for VLANs 10, 20, and 30, and to make it secondary root for VLANs 20, 40, and 60.
	Should read:
You will use the macro to make DSW1 the primary root for VLANs 10, 30, and 50, and to make it secondary root for VLANs 20, 40, and 60.

	426
	Chapter 8, Example 8-50, Title

Reads:

Cisco IOS IPS CLI Configuration 
	Should read:

A Simulated Link Failure (using interface shutdown) causes spanning tree to reconverge with no blocked ports

	430
	Chapter 8, Example 5-55, under R#, Fifth line down, under Interface

Reads:

FastEthernet0/0/0
	Should read:

FastEthernet0/0
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