**Exam Ref 70-744 Networking with**

**Windows Server 2016**

**List of URLs**

Chapter 1

Network Unlock Core Requirements

https://technet.microsoft.com/en-us/library/jj574173%28v=ws.11%29.aspx?f=255&MSPPError=-2147217396#BKMK\_NUnlockCoreReqs

Deploy Windows Server Update Services in Your Organization

https://technet.microsoft.com/en-us/library/hh852340%28v=ws.11%29.aspx?f=255&MSPPError=-2147217396

WSUS Troubleshooting Survival Guide

https://social.technet.microsoft.com/wiki/contents/articles/2491.wsus-troubleshooting-survival-guide.aspx

AppLocker Deployment Guide

https://technet.microsoft.com/en-us/itpro/windows/keep-secure/applocker-policies-deployment-guide

LGPO.exe - Local Group Policy Object Utility

https://blogs.technet.microsoft.com/secguide/2016/01/21/lgpo-exe-local-group-policy-object-utility-v1-0/

Chapter 2

Guarded Fabric Deployment Guide for Windows Server 2016

https://gallery.technet.microsoft.com/shielded-vms-and-guarded-98d2b045

Step by Step - Shielded VM Recovery

https://blogs.technet.microsoft.com/datacentersecurity/2016/06/07/step-by-step-shielded-vm-recovery/

Chapter 3

Plan a Software Defined Network Infrastructure

https://technet.microsoft.com/en-us/windows-server-docs/networking/sdn/plan/plan-a-software-defined-network-infrastructure

Require SMB Security Signatures

https://technet.microsoft.com/en-us/library/cc731957(v=ws.11).aspx

Chapter 4

Creating a bastion forest using PAM

<https://docs.microsoft.com/en-us/microsoft-identity-manager/pam/configuring-mim-environment-for-pam>

Download WMF 5.1 to a Windows Server 2008 R2

<https://www.microsoft.com/en-us/download/details.aspx?id=50395>

Using xJea

<http://www.powershellgallery.com/packages/xJea>

Deploying PAWS

[https://technet.microsoft.com/windows-server-docs/security/securing-privileged-access/privileged-access-workstations](https://technet.microsoft.com/windows-server-docs/security/securing-privileged-access/privileged-access-workstations%20)

Chapter 5

Deploying OMS

<http://microsoft.com/oms>

Recommended Auditing Policy Settings

<https://technet.microsoft.com/windows-server-docs/identity/ad-ds/plan/security-best-practices/audit-policy-recommendations>

Chapter 6

PowerShell Core Feature Omissions

[*https://technet.microsoft.com/en-us/windows-server-docs/compute/nano-server/powershell-on-nano-server*](https://technet.microsoft.com/en-us/windows-server-docs/compute/nano-server/powershell-on-nano-server).

Nano Server DSC Capabilities

[*https://msdn.microsoft.com/en-us/powershell/dsc/nanodsc*](https://msdn.microsoft.com/en-us/powershell/dsc/nanodsc)

Creating DSC Configuration Scripts

[http://powershellgallery.com](http://powershellgallery.com/)