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	Error – First Printing
	Correction

	42
	First paragraph reads: 

Figure 1-24(a) provides an example of cross-connection. A switch usually has at least one port that can be switched or selected for use as either a cross-connected or straight-through input. A straight-through port, also called an uplink port, allows for the connection of a switch to a switch or hub without the use of a special cable. Computers, printers, and routers are examples of devices requiring cross-connected input ports. Uplink connections to other switches or hubs, on the other hand, require straight-through connections. Figure 1-24(b) provides a block diagram illustrating the concept of straight-through input.
	Should read: 

Figure 1-24(a) provides an example of cross-connection. A switch usually has at least one port that can be switched or selected for use as either a cross-connected or straight-through input.  A cross-connection port, allows for the connection of a switch to a switch or hub without the use of a special cable. Computers, printers, and routers are examples of devices requiring straight-through input ports. Uplink connections to other switches or hubs, on the other hand, require cross-connections. Figure 1-24(b) provides a block diagram illustrating the concept of straight-through input.

	265
	Paragraph below the heading ‘Gateway Address’ read: 

The term gateway is used to describe the address of the networking device that enables the hosts in a LAN to connect to networks and hosts outside the LAN. For example, for all hosts in LAN A, the gateway address is 10.10.10.250

	Should read: 

The term gateway is used to describe the address of the networking device that enables the hosts in a LAN to connect to networks and hosts outside the LAN. For example, for all hosts in LAN A, the gateway address is 10.10.20.250


	322 
	Last paragraph reads: 
Given this information, the network and broadcast addresses can be defined for the four subnets of the 192.168.12.0 network. With four subnets, each subnet has 64 total IP addresses. These parameters now set a new boundary for each new custom subnet. Because the IP address numbers have to be contiguous, the first subnet with 64 IP addresses will start from 192.168.1.0 and go to 192.168.1.63. The next subnet will be 192.168.1.64 through 192.168.1.127 (for another 64 IP addresses and so on and so forth)

	Should read: 
Given this information, the network and broadcast addresses can be defined for the four subnets of the 192.168.12.0 network. With four subnets, each subnet has 64 total IP addresses. These parameters now set a new boundary for each new custom subnet. Because the IP address numbers have to be contiguous, the first subnet with 64 IP addresses will start from 192.168.12.0 and go to 192.168.12.63. The next subnet will be 192.168.12.64 through 192.168.12.127 (for another 64 IP addresses and so on and so forth)

	323
	Tables on this page read: 

[image: image1.png]Next, we can compare the original network and the four new subnets. This is the
original Class C network with subnet mask 255.255.255.0:

Number of Subnet Network Address Broadcast Address Usable IP Address Range

This is four subnets with the custom subnet mask 255.255.255.192:

Number of Subnet Network Address Broadcast Address Usable IP Address Range
1 0 3
2 64 127





	Should read: 

[image: image2.png]Next, we can compare the original network and the four new subnets. This is the original Class C network with subnet mask 255.

Number of Subnet | Network Address | Broadcast Address | Usable IP Address Range

192.168.12.0

192.168.12.255

This is four subnets with the custom subnet mask 255.255.255.192:

Number of Subnet | Network Address | Broadcast Address | Usable IP Address Range

2 _.64
3 192.168.12.128
4 192.168.12.192

192.168.12.63

192.168.12.127
192.168.12.191
192.168.12.255

192.168.12.1-192.168.12.254

192.168.12.1-192.168.12.62
192.168.12.65-192.168.12.126
192.168.12.129-192.168.12.190
192.168.12.193-192.168.12.254 /<1 /vate





	323
	The third last paragraph reads: 

[image: image3.png]T mesns cach subnet will b a icrenent of 64, saning fom 192.168.10,
whic ieds the Fllowing:
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19216810+ 63 192168163

192165164 + 63 121681127

192165128 + 63 - 192168191

1921651192 + 632~ 192.168..255





	Should read: 
[image: image4.png]This means each subnet will be an increment of 64, starting from _AO, which yields the following:
#192.168.120
» 192.168.12.64
» 192.168.12.128
# 192.168.12.192

Each of these network addresses is the beginning IP address for a network. Then, the broadcast IP address is the last IP address of each subnet
range. It can be obtained by adding the magic number minus 1 (in this case, 64 - 1) to the network address. In this case, it would yield the following:

# 192.168.12.0 + 63 - 192.168.12.63

» 192.168.12.64 + 63 = 192.168.12.127

# 192.168.12.128 + 63 = 192.168.12.191

# 192.168.12.192 + 63 = = 192.168.12.255






	
	
	


Corrections for October 18, 2021
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	Error – First Printing
	Correction

	634
	Last paragraph reads: 

Along with the security configuration, you need to define a violation action. When a violation occurs, one of the selected violation actions—protected, restrict, or shutdown— takes effect:

●  protected: This violation action drops packets from the violated MAC address(es).
	Should read: 
Along with the security configuration, you need to define a violation action. When a violation occurs, one of the selected violation actions—protect, restrict, or shutdown— takes effect:

●  protect: This violation action drops packets from the violated MAC address(es).
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