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Errata

Page 9 – Regarding point number 2 of the heading ‘1.2:Frame Relay Configuration (4 points), the second 

               sentence of point number 2 should read, “Do not configure sub-interface on R1/R5 for serial link 

               between R1 and R5.”

Page 11 – The sentence under the heading ‘2.5.2: BGP Connections (2 points)’ should read, 

                 “Ensure that iBGP connection state on R6 shows Local port as 179 always.”

Page 12 – The first sentence of the paragraph under the heading ‘4.3: Advanced Configuration (1 

                 point) should read, “A workstation on VLAN 10 is failing to ping a server on the same VLAN.”

Page 19 – Regarding point number 1of the heading ‘2.4: RIP’, the last sentence of point number 1 should 

                 read, “You should configure RIP on PIX to inject a default route for R6 using rip inside default 

                 version 2 authentication md5 cisco 1.”

Page 20 – Regarding point number 2 at the top of the page, the first sentence of point number 2 should 

                 read, “For iBGP between R3 and R6, you need to create static NAT for R6 Ethernet 10.10.6.2 to 

                 10.50.31.22 and permit TCP port 179 on PIX for inbound connections.” 

Page 56 – Regarding heading ‘2.1: OSPF (7 points)’, delete point number 6.

Page 62 – Point number 2 of the heading ‘8.3: Access Control (2 points) should read, “Do not use 

                 the access-class command to achieve this task.”

Page 190 – Regarding Figure 4-2, the dashed-line connecting R6 to R8 needs to have the number 608 

                   added, in addition to the numbers already there.

Page 197 – Point number 5 of the heading ‘4.1: Basic PIX Configuration (3 points)’ should read, 

                   “Configure strong authentication for RIPv2.”

Page 286 – Regarding Figure 5-2, ignore the extra DLCI ‘607’ on top left of the diagram next to R5.

Page 289 - Regarding the heading ‘1.1: IP Addressing (2 points)’, add the following sentence to point 

                  number 5, “All loopbacks have subnet mask of /24.”

                  Add the following entry as line two of the command for point number 5 under the heading ‘1.1: 

                  IP Addressing (2 points)’: Loopback-2 22.22.22.22/24 on R1

Page 360 – Point number 3 of the heading ‘6.1: Context-Based Access Control (CBAC) (3 points) should 

                   read, “Apply ingress ACL on unprotected interfaces(s) only.”

Page 398 – The first sentence of point number 2 of the heading ‘6.1: Context-Based Access Control 

                   (CBAC)’ should read, “Inspect all common connection-oriented protocols and apply ingress 

                   ACL on the serial link and inspect outbound.”

