Tips from Deploying License-Free Wireless Wide-Area Networks author Jack Unger
Wireless WANs are used by corporations to connect buildings together and by wireless ISPs (WISPs) to connect businesses and residences to the Internet. Although more and more people are now using wireless local-area networks (LANs) either at work or at home, far fewer people are familiar with outdoor wireless wide-area network (WAN) technology. If you are one of the people who research, design, or deploy outdoor wireless WANs, then the following tips are for you. 

1. RECEIVING RANGE – When you are designing a wireless WAN, it is easy to focus on the transmitting signal that leaves the access point (AP), but it is also easy to forget about the receiving signals that arrive at the AP from end users. In actual WAN operation, an AP’s receiving ability is actually more important than the AP’s transmitting ability. For example, even if you can transmit for 30 miles, you will only be able to serve customers within one mile of the AP if you only have the ability to receive for one mile.  As you design your AP antenna system, select antennas that are as directional as possible. The more directional the antennas, the more the antenna system will minimize noise on receive. The less noise, the greater the range of the access point. Think of yourself as a noise-reduction specialist. To build an access point that will provide reliable service for customers who are miles away, you will maximize service range by minimizing noise. 

2. ANTENNA LOCATION - Proper antenna location on a roof is important for reliable operation of an outdoor wireless WAN. When you are selecting a rooftop location for an access point antenna or a customer antenna, there is one physical location (a “sweet spot”) that is the best location for the antenna.  The “sweet spot” is the location where the following occur:

a. There are no obstacles such as trees or buildings that obstruct the wireless line-of-sight path toward the other antenna.

b. The transmission line length is as short as possible.

c. The ground wire run is as short and direct as possible.

d. The antenna is set back from the edge of the roof far enough to block any multipath reflections horizontal reflectors like water, parking lots, or flat ground. 

e. The antenna support (for example, the mast or tower) can be correctly mounted, supported, and guyed.

f. The antenna is far enough away from power lines so that the antenna will not hit the power lines if the antenna falls over. 

If you make it a habit to evaluate all these factors when you do every physical site survey, then you will find that almost all of your installations will work well the moment that installation is complete. By locating the antenna in the sweet spot, there will likely be no unexpected delays, frustration, or expense during the wireless installation.  

3. FRESNEL ZONE CLEARANCE – Proper Fresnel zone clearance is necessary for reliable wireless link performance and for reliable wireless network operation. It is important that you learn what the Fresnel zone is, how to visualize it, and how to calculate it. Many people do not realize that a wireless a line-of-sight (LOS) path has two parts:

a. an unobstructed visual (optical) line of sight, and 

b. an unobstructed Fresnel zone. 

The Fresnel zone is the area that surrounds the direct optical LOS path.  The Fresnel zone extends above, below, to the left and to the right of the optical path. If you have an unobstructed optical LOS path but a partially obstructed Fresnel zone, then you do not have a wireless LOS path. If the Fresnel zone contains path obstructions like buildings, trees, ridge lines, and so on, part of the wireless signal will be blocked – even though the optical path is clear and you can see the antenna at the far end of the link. Take the time to understand Fresnel zone principles and to observe how both the frequency of operation and the path length affect the size of the Fresnel zone. 

4. WATERPROOFING – It is important to learn how to waterproof outdoor antenna and equipment installations. Even a few drops of water inside a cable connection are enough to make a wireless link stop working. Water has the ability to pass through even a pinhole of unsealed space. Once water is inside your antenna system, the performance of your wireless link will start to deteriorate. Within a few days, the link will probably stop working completely. Troubleshooting a water-caused failure is difficult. You may well have to replace the equipment, cable, and antenna system at both ends of the link before you can restore the link to proper operation. The best way to avoid this experience is to learn how to waterproof properly. 

5. NETWORK MONITORING – A wireless WAN needs to be monitored regularly to ensure that it is delivering reliable throughput for end users. There are many possible reasons why wireless WAN throughput can go down, including:

a. increases in the noise level, 

b. equipment deterioration, and 

c. water intrusion into the antenna system.

To avoid these slowdowns and to keep your end users satisfied, it is important to continuously monitor your wireless WAN operation. One simple way to do this is to monitor the percentage of packets that need to be retransmitted. Most wireless systems record this statistic and allow you to access the retransmit percentage by using the system diagnostics. Look at the system diagnostics and log the packet retransmit percentage regularly over time. Be alert to increases over time. These increases will tip you off to throughput deterioration so that you can locate and correct the cause before your end users start calling and asking why the network is running slowly. Proactive monitoring on your part will allow you to continue to receive recognition for building a reliable, cost-effective wireless WAN. 

